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The  [*148] Defendants' privilege log (Docket Entry No. 941-3) is not the model of clarity, as the first sixteen 

pages list the documents and the next sixteen pages list the privileges. The Court does not know the capacities of several 

of these persons, except for counsel of record and Mary Griffin who was named as in-house counsel and Tam Gordon. 

(Docket Entry No. 720, Moss Declaration). At the June 2007 conference, Defendants did not offer any proof on these 

privileges. In her prior declaration, Moss cited counsel's necessity to review documents prior to submission to the Court 

and referred "substantive edits to the [SAR] report come from counsel." Id. at p. 19. The SAR is a technical document. 
See e.g., Docket Entry No. 728. 

In their response to the Plaintiffs' renewed motion to compel, the Defendants assert a privilege based upon various 

state statutes. Plaintiffs' ESI requests include various health information from different state agencies and the MCCs 

about children in the certified class. The purpose of Plaintiffs' requests for this data is to allow Dr. Ray, one of Plaintiffs' 

experts, to cross reference or validate any failures revealed by her statistical analyses. This data is from principally  

[*149] three state agencies. The Tennessee Department of Mental Health and Developmental Disabilities ("DMHDD) 

has a "Incident Reporting System" database that is utilized by the State's five Regional Mental Health Institutes 

(RMHIs) to record information on incidents affecting mental health patients in these institutes. This database contains 

narrative descriptions of various incidents (such as elopements, falls, injuries, assaults, or property destruction) relating 

to mental health patients, including demographic information about the patient, the nature and circumstances of the in-



 

cident and any injury resulting therefrom, the names of witnesses to the incident, and medical and management review 

of the incident. 

Plaintiffs also seek the DCS Incident Reporting data to study the consequences of the lack of available and appro-

priate health care to members of the Plaintiffs' class. This DCS information discloses the treatment needs of children in 

DCS custody and what medical and mental health treatment the children are actually receiving. Dr. Ray analyzed this 

data for children in DCS's custody to determine if all of a child's medical and mental health needs are being met while 
the children are  [*150] in state custody. 

Plaintiffs also request the TNKids database that includes a child's case manager's narrative case recordings about 

the child or any information the case manager deems appropriate. For example, a narrative case recording might include 

a case manager's summary of medical services received by the child, visits of DCS Health Advocacy nurses describing 

health services the child is receiving, and number and frequency of case management contacts with the child. A data-

base count of the records on April 10, 2007 showed that since January 1, 2004 there have been 5,377,286 case record-

ings. Since April 1, 2006 there have been 1,431,048. The TNKids system data can range from a few paragraphs to sev-

eral pages for each recording. A child in custody will typically have multiple recorded entries. The sort of health serv-

ices information that would be responsive to Plaintiffs' requests are in any one of four narrative fields. These fields are 

labeled to record the purpose, the content, the observation/assessment, and the plan. However, each field is a free form 

text field without any required format. 

The Defendants contend that there is not any automated method to determine if these records  [*151] contain the 
health services information responsive to Plaintiffs' requests. Some MCCs contend that this information is already 

available to Dr. Ray and the Plaintiffs through other sources, such as the State's Interchange database, DCS's monthly 

EPSDT reports, and the Face-To-Face Contact reports. As to the readmission statistics on mental health issues for chil-

dren, the Defendants contend that Dr. Ray earlier stated that this information would not be useful because this data can-

not be converted to Excel as she had originally anticipated. (Docket Entry No. 907 at 35). The Defendants also cite Dr. 

Ray's April 6, 2007 email to Brent Antony in which she states: "Large numbers of .pdf files do not suit Plaintiffs pur-

poses very well." Id. at Exhibit 1. The Court finds that if Plaintiffs assert that they can access this data for their experts, 

the Defendants must provide the data in its current or native format. 

The Defendants also object to disclosure of incident reporting data because of privacy protections under state and 

federal laws and related policy considerations. For example, Defendants presented proof that if persons who report 

abuse of children, knew that their statements and identity  [*152] could be disclosed to others, then such persons would 
not report abuse. For these privilege concerns, Plaintiffs agree to an appropriate protective order to protect the identities 

of any person reporting a serious incident and assure the Court that they do not seek the information to identify particu-

lar clinicians or physicians. The state and federal statutes cited by the Defendants will be addressed infra. 

The proof establishes that the Defendants already provide this information to a private group, Tennessee Assistance 

Committee that monitors the Defendants' TennCare program. Two magistrate judges earlier ordered the Defendants in 

this and a related action to produce these same materials. Moreover, the Defendants actually file this data regularly in 

another action in this Court. Brian v. Sundquist, No. 3-00-0445 (M.D. Tenn). (Docket Entry No. 219 at p. 14; Docket 

Entry No. 244 at p. 18; Docket Entry No. 245; Docket Entry No. 253 at p. 3; Docket Entry No. 262). As quoted supra at 

p. 43, under the MCCs' contracts that includes behavioral or mental health providers, the MCCs and the State agreed to 

provide any information "pertaining to" a class member's care to a number of state and  [*153] federal agencies. 

Although there was testimony from some MCC witnesses that email has not been required to be provided to the 

Defendants under their TennCare contracts, the Court deems controlling the unequivocal language in the MCCs' con-
tracts that create a legal duty to provide any information "pertaining to" a TennCare member to the state or other federal 

agencies upon their request. (Plaintiffs' Exhibit 28). In these circumstances, the Court finds that the disclosure of MCC 

email about TennCare is appropriate information to disclose to class members' counsel under a protective order in rec-

ognition of the privacy interests of the affected individuals. 

The MCCs also have privacy concerns arising under federal law, HIPPA, and their contractual obligations with cus-

tomers and providers under separate contracts, non-Medicaid contracts and business as well as business in other states. 

Plaintiffs agreed to a filter in the ESI search to exclude protected information involving other businesses and programs 

in other states. As to HIPPA disclosures, Judge Knowles ruled earlier in this action that disclosure of class members' 

protected information to class counsel does not violate federal law.  [*154] (Docket Entry No. 103, Order). The MCCs 

have not shown that a properly tailored protective order would not adequately address their concerns. If any such report 

or data is presented at an evidentiary hearing, the names of the persons involved can be redacted. 



 

Subject to the legal analysis of the privileges asserted, the Court finds that these collective facts establish the Plain-

tiffs' need for transactional data and ESI, including policy statements, drafts thereof and emails for several purposes to 

discover how the Defendants and the MCCs deliver services to class members; to evaluate the Defendants' purported 

compliance with the Consent Decree; and to understand the measures the Defendants considered in remedying their past 

violations found by the Court. 

 
7. Defendants' Failures to Answer Plaintiffs Requests for Admissions and to Comply with the January 14th Or-

der  

Plaintiffs next contend the Defendants' custodians' responses to Plaintiffs' requests for admissions ("RFAs") on de-

struction of ESI were inadequate because "for nine former employees...as well as the Governor, the State did not pro-

vide responses from the custodians themselves." (Docket Entry No. 828-1, Plaintiffs' Renewed Motion  [*155] To 

Compel at p. 16). Plaintiffs also contend that the Defendants also did not comply with the January 14th Order requiring 

the Defendants to file certifications with the Court that ESI had not been "removed" from the Defendants' designated 

custodians' work station computers. 

The first of Plaintiffs' revised two RFAs asked key custodians if they were aware of any documents, including ESI, 

that had been "destroyed, deleted, thrown away or lost for any reason." See e.g., Docket Entry No. 828-12 at p. 1. The 

second RFA asked custodians if they had searched "all paper and electronic records in their possession or control (in-

cluding both state and private email accounts and computers, including removable drives or storage)." See id. at p. 2 
(emphasis added). Two companion interrogatories sought information that had been destroyed or lost. If the person an-

swered "NO" to RFA No. 2, then Interrogatory No. 2, requested the identity of "any record, e-mail account (including 

removable drives or storage) in your possession or control that you believe potentially contained information or docu-

ments requested by the plaintiffs and that you did not search." See id. at p. 2 (emphasis added) 

As for the  [*156] "nine former employees" to whom Plaintiffs refer, Defendants explain that these former employ-

ees no longer work for the State and that Defendants lack the authority or control over their responses. The State offi-

cials who actually performed searches of former employees' files, and participated in preparing the State's discovery 

responses on their behalf signed a Request for Admission for each former employee. These signed assurances were of-

fered to satisfy any concerns Plaintiffs might have "to obtain assurances on completeness of discovery responses." 

(Docket Entry No. 743 at p. 3). Yet, three former employees who performed their own searches, left employment before 

the Requests for Admission were served on the Defendants. In Plaintiffs' view, the RFAs and interrogatories were also 
intended to resolve gaps in the State's paper production in May, 2006. 

Plaintiffs argue that in the 318 pages of documents submitted on behalf of 166 custodians, none provided the in-

formation required by the January 14th order. Plaintiffs cite correspondence with Defendants' counsel and a February 

13th meeting with defense counsel, at which Plaintiffs' counsel stated that neither the RFAs nor companion interrogato-

ries  [*157] had asked each custodian for the information required in the Court January 14th Order. (Docket Entry No. 

828, Exhibit 5 Bonnyman letter of February 5, 2007; Exhibit 4, Bonnyman letter of February 23, 2007). The Defen-

dants' counsel responded that the custodians' responses to Plaintiffs' RFAs also answered the question in the January 

14th Order and refused to provide any further responses. (Docket Entry No. 828, Exhibit 5: Moss letter of February 27, 

2007). In a letter, defense counsel responded that it would be too burdensome to comply with the January 14th Order: 

  

   ...[W]ith respect to the issue of burdensomeness in sending yet another survey/request to custodians 

asking them "whether any material has been removed," to be clear the State's burdensomeness objection 
is based both on the fact that these custodians have already been asked to sign and did in fact submit 

RFA responses which covered this issue, but in addition, because the Court's Order requiring a certi-

fication came after the custodians had already been surveyed about the location of their My 

Documents or equivalent folders. It is our strong belief that yet another survey will be confusing 

and will prompt numerous questions and  [*158] concerns and will further task the resources of 

the State's IT personnel who have already expended hundreds of hours already in attempting to 

respond to the Plaintiffs' overly broad discovery requests. 

 

  

Id. (emphasis added) 

The Court finds that the Defendants' custodians' RFA answers do not comply with the January 14th Order that re-
quired certifications on whether any ESI had been "removed" from any storage media. Plaintiffs' RFAs asked only if 



 

"removable" files had been "searched". The January 14th Order addressed actual removal of ESI by anyone. The De-

fendants' custodians' RFA replies are not responsive to that issue. The Defendants did not seek relief in the January 14th 

Order nor ask the Court to treat the Defendants' custodians' RFA responses as satisfying the Order. Defense counsel 

elected to nullify the Court's Order. The Court finds the Defense counsel's position reflects yet another instance of the 

Defendants' disrespect and disregard for the Court's Orders in this action. 

The sole remaining factual dispute involves the Governor's failure to sign a copy of his responses to Interrogatories 
and Requests for Admission that were signed by Steve Elkins, his legal counsel. See Docket  [*159] Entry No. 799. 

Defendants argue that Plaintiffs' insistence on a personal assurance from the Governor is groundless, impugns the integ-

rity and intolerably intrudes upon the prerogatives of the State's Chief Executive, as well as impugning the credibility of 

the Governor's legal counsel. The Defendants designated the Governor as a key custodian and emails were sent to the 

Governor who also attended a meeting on this action. The Defendants' counsel has disclosed the Governor's response. 

Whether to compel the Governor's personal signature is discussed infra. 

At the April 11, 2007 "experts only" conference, there were two occasions on which the Court inquired of the ex-

perts' progress and at such times, the Court received reports on their agreements in the presence of their counsel. At the 

conclusion of the hearing, the Court then directed Brent Antony, the Defendants' expert, to prepare a written "summary" 

of those agreements and circulate that document to all experts at the conference for comment, and thereafter to file the 

summary agreement with the Court. Counsel for the parties were present when the experts gave their reports and when 

the Court gave its directive to Antony. From the  [*160] Court's review of the transcript of that conference, the experts 
gave two reports of their agreements, as follows: 

  

   [First Report] 

MR. TIGH: Your Honor, this is Tom Tigh. We have spent -- shall we review the morning as well? 

THE COURT: Well, it's really more of a report on how much longer you think you might need to 

complete your discussions. 

MR. TIGH: We finished the discussions on the transactional data. We have a plan to move for-

ward that provides a two week delivery schedule for the analysis of plaintiff's -- of the MCCs data, 

and a schedule for when they can provide that data to the State for distribution to the plaintiffs. 

THE COURT: That's the transaction data? 

MR. TIGH: That's the transactional data. That was finished before lunch. Since one o'clock, we've 
been reviewing the ESI, which is proving to be a little bit more difficult to get our hands around. 

We have identified the fact that all of the MCCs currently have a litigation hold in place. In 

many cases, that litigation hold was put into place in December or January of 2007. December of 

2006 or January of 2007. And that data back to 2004 is not available. All of the MCCs have in 

place or will have in place a preservation system  [*161] so that no data from the point when they 

put their litigation hold into place forward will be eliminated from their systems. 

The point that we were just about to cover was how we can reduce the search terms to something 

that would be suitable for each of the systems. 

The largest or the most feedback comes from the fact that there may very well be a significant num-

ber of documents that have to be reviewed, even after the search terms are applied, in order to determine 

what has to be produced. 

THE COURT: For the State? The State experts? 

MR. ANTONY: Yes, Your Honor. As reported, following the morning session, with respect to 

both the transaction systems and the searching of electronic data, the parties were largely in 

agreement as relates to the State, and so the bulk of the focus has been on the contractors. 

The process after lunch has been somewhat more tedious. We've made it through a discussion of 

really preservation and collection of material, and not so much into the search protocol. 



 

I would like to sort of clarify or at least at add my perspective on two points. We did address the is-

sue of the litigation hold and the preservation techniques that the plans are implementing. Mr. Tigh  

[*162] noted that that data was not available back to 2004. 

I would say actually what I understood from the plans is that, on the identification on key cus-

todians, they have implemented systematic merits to ensure that data is not deleted for the key cus-

todians. And that prior to that, data may not be available back to 2004, but on the other hand may, 
depending on the procedures that they have implemented on the staff level. 

I will note that there was -- the point of discussion around the retention of data and sort of following 

on a comment by Mr. Tigh, around the practicality of implementing measures that would require atten-

tion of all information coming into or out of an e-mail system, or whether the litigation hold and preser-

vation requirements speak to reasonable system measures to retain data and procedures to retain respon-

sive information without requiring some of these plans that are large and national in nature, require any 

and every e-mail that comes in and out of their system to be retained, whether it's responsive or not. 

So I think there is a point of clarification for the parties to address at some point around what the ul-

timate requirement is on retention and, in fact, whether  [*163] it requires retaining everything or imple-

menting reasonable measures retain responsive information, through both systematic and procedural 

measures. 

But I generally agree with Mr. Tigh that we have continued to make progress, although we have the 
discussion of search ahead of us, which could promise to be substantial. 

THE COURT: Okay. Do any of the other private contractors want to add any additional comments 

to what has been said by plaintiffs expert and the State's expert? Feel free to. Yes, sir. Identify your 

name. 

MR. HOLDREN: Mike Holdren with First Health Services. I agree with the comments on the trans-

actional data. I think we have a good plan in place for that. And hopefully I speak for some of the other 

contractors, when we have the discussion, particularly around the e-mail, the harvesting of the e-mails. 

As I walked through just the nine custodians that we've identified who receive an average of 90 e-

mails a day, and in over an 1,100 day period, that's over 900,000 e-mails that we would have to go 

through. And these people work on other accounts. 

So if we got hits on ten percent of those, using a tool, which I really am personally not confident in 
the accuracy of, but I haven't  [*164] seen it fully executed, that's still 90,000 e-mails that we would have 

to go through [m]anually to cull out protected health information for some of our client and recipients 

and things like that. 

So that's a difficult conversation. That's the only feedback I wanted to give you there, sir. 

* * * 

[Second Report] 

THE COURT: Why don't you restate the agreement. Peggy, mark this one. 

MR. TIGH: Within two weeks from today, we will have from the MCCs their suggested revi-

sions to the search terms, suggested revisions to the key custodian list, and suggested filters, as op-

posed to searches, that will reduce the number of messages or electronic documents that need to be 

reviewed. 

Within one week after the plaintiffs receive that information, they will respond with accep-

tance or additional revisions to the list of search terms, acceptance or additional modification of 

the key custodians, acceptance or additional modification to the filters that have been suggested by 

the MCCs. 

At that point, the MCCs would be responsible for identifying a schedule under which they 

could, in fact, do the searches, only identifying a schedule under which they could do the searches 

and extract the information for delivery  [*165] to the review team. That schedule is what we 



 

would get the two weeks after the last -- the last two weeks, the two weeks after the plaintiffs re-

vised search terms. 

THE COURT: Is that restatement of what the agreement is acceptable to all of the MCCs? 

MR. KUBLY: That's acceptable here, I believe, yes. 

THE COURT: Does anybody else have any objection to that? 

MR. ELKINS: Matt Elkins, Memphis Managed Care. The only other thing I think we'd like to 

ask is that that list become a final list. We've had three or four iterations of a key word list search here. 

So if each organization is going to go through that, I think we would like to, at the point the plaintiff 

compiles that information from all of the organizations, let's finalize that key word search so we don't 

keep trying to hit a moving target. 

THE COURT: Any objection? 

MR. TIGH: Not at all. 

THE COURT: So it will be modified to reflect that. Anything else? 

MR. HOLDREN: Mike Holdren with First Health Services. One thing I think was not mentioned but 

we did agree on. Even though it hasn't been determined if the plaintiffs would accept 13 separate lists 

from the MCOs, we did agree that, due to the disparate lines of business, that there would  [*166] be 

at least one list accepted from the MCOs, one from the PBM, the dental, and Magellan for behav-

ioral health. Is that not a correct interpretation? 

MR. TIGH: That is correct. 

MR. HOLDREN: Thank you. 

THE COURT: So there will be a common list of similarly situated entities? 

MR. TIGH: There will be four lists, Your Honor. The search terms will essentially be consistent 

across the floor, but there may be some modifications, depending upon the type of business. So 

there will be one for the seven health care organizations. There will be one for -- that will be essen-

tially similar, but with some slight modifications for the dental, and so on. 

THE COURT: Is that acceptable to the MCCs? Is there anything else any member of the MCC, 

any MCC, wants to address? We heard two. Are there any others? 

MR. MOSER: Your Honor, one thing we really -- 

THE COURT: Your name and company. 

MR. MOSER: Excuse me, Dave Moser with Blue Cross Blue Shield. One thing we really haven't 

gotten to yet is formats with a different number of organizations. We all run different kind of systems, 

different kind of e-mails. Formats are going to be somewhat different. And we would like to produce the 

data and -- 

THE COURT: Would this  [*167] work? If when you provide this two week period of reporting to 

the State on what you all have come up with, that you include in that your proposed format? 

MR. MOSER: I think we should be able to. 

THE COURT: Okay. Would that address that issue? 

MR. MOSER: I think it would. I just hated for a format to be set when we didn't know whether or 

not we could produce that. 

THE COURT: Okay. I would hope that in this exchange between search terms, that you all would 

finalize that before any run. 

MR. TIGH: We'll certainly do that, Your Honor. 

* * * 



 

THE COURT: ...I would like to have plaintiffs and defendants and anyone from the MCCs summa-

rize again the agreement on the transactional data. 

DR. RAY: I guess I can do that. The agreement on the transactional data is by Monday, I will 

provide to Brent Antony, who will pass it on to the others, a generic but specific list of the kind of 

variables and the values of those variables I'm hoping to get from the transactional data. Then one 

week after that, we will have a general conference call to ask questions. And in addition to that, 

any of the MCOs that want to contact me individually will be able to do that to ask questions. 

MR. MOSER: The HEDIS people were going  [*168] to be involved with that call also. 

DR. RAY: And the HEDIS people, that's correct. There were three kinds of information that we 

put together: The information around the HEDIS measures, specifically, the kind of information 

that's not contained in the claims data that I'll already be getting; information relating to requests 

for services and denial of services; and the third is information related to individual case manage-

ment. 

DR. RAY: Does anyone want to add to that, for the State? 

MR. ANTONY: Your Honor, Brent Antony again for the State. I think Dr. Ray provides -- has 

given an accurate summary of the discussion on transactions systems with respect to the MCCs. I 

would add that we did address a couple of other points with respect to the State systems, and spe-

cifically have a course of action to follow for discussion around the TennKids system from the De-

partment of Children's Services, wherein DCS will provide additional information to Dr. Ray 

around the data that she has requested from that system. And she will provide some further guid-

ance to them on the specifics of what she is seeking that will allow them to respond regarding their 

production. 

Dr. Ray did also clarify, with respect  [*169] to the Department of Health and the PTBMIS managed 

care module, and specifically the CFS cases that the plaintiffs were agreeable to the sampling methodol-

ogy that the parties had previously discussed. 

We also touched on the incidents database, which had been the subject of discussion and which 

Your Honor will recognize the State had asserted was protected by state law for peer review privilege. So 

that's still an open matter. 

There are no technical matters there, with the exception of potentially being able to identify the 
members of the class, should the parties reach an agreement on that peer review issue. So that's the only 

items I would have. 

* * * 

MR. ANTONY: Yes, Your Honor. There is one issue with respect to that incidence database, which 

is still an open issue, beyond the peer review issue. There is minimal identifying information stored in 

that system. It is maintained for the purposes of peer review. So there are social security numbers and 

other things that might allow us to definitively identify class members. So there will be some complexity 

of that, should we get past the peer review issue. 

DR. RAY: I didn't finish describing the schedule for the transaction data, I'm sorry.  [*170] One 

week after we have the conference call, then the MCOs were to provide their estimate of when they 

would be able to provide the transaction data and in what format. 

THE COURT: Do any of the MCCs want to add to the transactional data production? Well, there is 
a transcript of this, and I'm going to ask that the last session of this be made available as soon as we can 

practically get it done, to Mr. Tigh and to -- Mr. Helton? 

MR. ANTONY: Antony, Your Honor, for the State. 

THE COURT: Antony, I'm sorry. To reflect a summary of the memorandum of what were the 

deadlines and the agreements. And send that to you all of the technical people who were present 

during the discussion, for them to have comments and suggestions. And then, if you all would, after 



 

you've done that process, submit it to the Court, and it will just be a preservation and perhaps a much 

more cohesive than this truncated process we've been going through. 

 

  

(Docket Entry No. 872, Transcript at pp. 165-168, 216-219, 224-228) (emphasis added). 

After a period of time, Antony had not filed the report and the Court entered an Order directing him to do so. The 
Defendants' counsel responded that there was no such directive. The Court  [*171] then cited the pages of the transcript 

setting forth the Court's directive. Defendants' counsel then contended that their prior notice of the experts' activities 

after the April 11th conference satisfied the Court's directive. At the June 2006 hearing, Antony testified, in essence, 

that he distributed the transcript of the April 11th conference to the MCCs and that the "Notice" filed by his counsel was 

all that the Court required of him. 

Upon review of the Defendants' Notice (Docket Entry No. 875) that is relied upon by Antony and defense counsel, 

the Court notes that this "Notice" does not contain any reference to the MCCs' institution of a litigation hold nor the 

MCCs' implementation of systems to ensure that the ESI of key custodians is not deleted. Of particular note is that the 

Defendants' "Notice" omits the request of Mr. Elkins's of Memphis Managed Care (that was adopted without objection) 

that the list of search terms and key custodians become finalized after the Plaintiffs make revisions and suggestions. 

Specifically, the record reflects the following: "MR. ELKINS: Matt Elkins, Memphis Managed Care. The only other 

thing I think we'd like to ask is that that list become a final  [*172] list... 

THE COURT: Any objection? MR. TIGH: Not at all. THE COURT: So it will be modified to reflect that." (Docket 

Entry No. 872 at pp.217-218). None of the MCCs objected to Elkins' request nor to the Court's modification to the 

stated agreement. The Defendants' counsel's Notice, however, states: "By May 16, 2007... The MCCs have commented, 

however, that this proposed schedule does not provide for a mechanism for resolving any dispute(s) that may remain 

after the MCCs propose (1) search terms, (2) custodians, and (3) filters to be applied in searching the MCCs' ESI, and 

because, at this point, the MCCs do not know the 'final' list that will be used...." (Docket Entry No. 875-1 at p. 3). An-

other effect of the Defendants' Notice is to set aside what was an agreement on a final list of search terms. 

 

9. Other ESI Production Issues  

The Plaintiffs next contend that the Defendants and the MCCs can complete their ESI productions within 90 to 100 

days. (Docket Entry No. 882 at 10). Subject to the analysis of the Defendants' and MCCs' legal challenges, the Court 
finds that 60 days is sufficient time for these MCCs to produce the ESI sought by the Plaintiffs. This finding is based 

upon the Court's limitations  [*173] for the ESI search for those MCCs who lack an agreement with the Plaintiffs on 

ESI production and the cost saving technological methods for such production and any privilege review. Based upon the 

estimates of BlueCross, the Defendants' largest MCC and the cost saving technology for ESI production and privilege 

review, the Court finds the 100 days limitation is a reasonable deadline for the Defendants to produce their ESI. Given 

the extraordinary delays with ESI discovery, the Court will not grant any extension of these deadlines. 

 

B. Conclusions of Law  

 

1. Discovery from The MCCs  

A threshold legal issue is the Defendants' and MCCs' argument that the MCCs are not parties and are not subject to 

Plaintiffs' ESI discovery requests nor the Court's Orders to produce ESI. In Tennessee Assn. of Health Maintenance 

Orgs. Inc.v. Grier, 262 F.3d 559, 565 (6th Cir. 2001), the Sixth Circuit held that where, as here, a Consent Decree 

grants injunctive relief, the common law and Fed. R. Civ. P. 65(d) bind not only the State, but its contractors that par-

ticipate in the implementation of the Consent Decree. The MCCs "are  [*174] agents of the State and are bound by the 

consent decree to which the state was a party." Id. Here, as in Grier, the Consent Decree contains several paragraphs 

setting forth the responsibilities of the MCCs. (Docket Entry No. 12 Consent Decree at PP 18, 22, 60, 61, 74-83). To be 

sure, Grier limited the contractors' liabilities to the extent of their contract with the State. 262 F.3d at 565. 

As to the scope of MCCs' obligations under the Consent Decree, for these discovery requests, the Court deems a 

brief reference to the rules of construction for such a decree to be necessary. As the Sixth Circuit stated that 

"[s]ettlement agreements are a type of contract subject to principles of state law." Grand Traverse Band of Ottawa and 

Chippewa Indians v. Director, Michigan Dept. of Natural Resources, 141 F.3d 635, 641 (6th Cir. 1998) (quoting Van-



 

guards of Cleveland v. City of Cleveland, 23 F.3d 1013, 1017, 1018 (6th Cir. 1994)). Tennessee's longstanding principle 

is that the clear language of a contract controls. Petty v. Sloan, 197 Tenn. 630, 277 S.W.2d 355, 358 (1955). 

The Consent Decree here requires that the Defendants and MCCs maintain a reliable "tracking system" with "the 

capability of  [*175] tracking each child in the plaintiff class, for purposes of monitoring that child's receipt of the re-

quired screening, diagnosis and treatment." (Docket Entry No. 12, Consent Decree at PP 94 and 95). The Consent De-

cree also require that the MCCs' tracking system must "have the capacity to generate an immediate report on the child's 
EPSDT status, "reflecting all encounters reported to the contractor more than 60 days prior to the date of the report." Id. 

at P 94. In addition, the Consent Decree expressly provides that "all such records shall be obtained, if necessary, and 

provided to plaintiffs' counsel through TennCare, rather than through individual MCOs." Id. at PP 105. 

Given, the MCCs' contractual obligations to maintain a reliable monitoring and reporting system of each MCC's 

services to children, the Court concludes that Plaintiffs' ESI discovery requests for the Defendants' and MCCs' transac-

tional data clearly fall within the scope of the Consent Decree. Moreover, given the express and expansive language of 

the MCCs' contracts with the State to perform duties under the Consent Decree and to provide any information "pertain-

ing to" the TennCare program (Plaintiffs' Exhibit 28),  [*176] the Court concludes that this express language in the De-

fendants' contract with the MCCs grants the Defendants unrestricted access to the MCCs' data systems for any informa-

tion "pertaining to" a TennCare member. This language negates testimony about the Defendants' not requesting emails 

from MCCs. The Court concludes that Plaintiffs' other ESI discovery requests, including emails, also fall within the 

scope of the Consent Decree and the MCCs' contracts thereunder. 

The MCCs insist that any ESI discovery from them must be obtained by a subpoena under Fed. R. Civ. P. 45. Yet, 

several discovery rules permit discovery from a party's "agent", or "managing agent," including "documents and tangi-

ble things otherwise discoverable," Fed. R. Civ. P. 26(b)(1) and Rule 26 (b)(3); depositions, Fed. R. Civ. P. 30(b)(6); 

and interrogatories. Fed. R. Civ. P. 33(a). The term "managing agent" is in several current Rules and was utilized in 

prior rules of civil procedure. For the purposes of Rule 4(h)(1), the Sixth Circuit defined: "[A] managing agent [as] one 

authorized to transact all business of a particular kind at a particular place and must be vested with powers of discretion 

rather than being under  [*177] direct superior control." Bridgeport Music Inc. v. Rhyme Syndicate Music, 376 F.3d 615, 

624 (6th Cir. 2004). Under the former Fed. R. Civ. P. 43(b), the Eighth Circuit defined a "managing agent" is an indi-

vidual: "(1) [whose] interests in the litigation are identified with his principal, and (2) He acts with superior authority 

and general autonomy, being invested with broad powers to exercise his discretion with regard to the subject matter of 

the litigation." Lowry v. Black Hills Agency, Inc., 509 F.2d 1311, 1315 (8th Cir. 1975) (quoting Skogen v. Dow Chemi-

cal Company, 375 F.2d 692, 701 (8th Cir. 1967). The Sixth Circuit cited Skogen approvingly in Jones v. Hancock Mut. 

Life Ins. Co., 416 F.2d 829, 833 (6th Cir. 1969). 

Here, the MCCs are independent and sophisticated companies with contracts with the Defendants to provide medi-

cal and related services in different areas of the state, as required by the Consent Decree and federal law. The Consent 

Decree expressly refers to their responsibilities to provide these services. (Docket Entry No. 12, Consent Decree at PP 

18, 22, 60, 61, 74-83). By their nature, these services require a degree of autonomy and superior skills. As the actual 

providers  [*178] of these services, the MCCs possess critical information on the named Defendants' compliance with 

the Consent Decree. The Court concludes that the MCCs are managing agents subject to discovery under Rule 26(b)(1) 

and (3), Rule 30(b)(1) and (b)(6) and Rule 33(a). 

Moreover, Fed. R. Civ. P. 34(a) permits document requests for documents in a party's "possession, custody or con-

trol." "Control" has been broadly construed to mean "the legal right, to obtain the documents requested upon de-

mand...even though [the party] presently may not have a copy of the document in its possession." 7 Moore's Federal 

Practice at ß 34.14[2][b] (Matthew Bender 3d Ed.) (hereinafter cited as "Moore's"). In their post hearing Memoran-

dum, the Defendants argue that the MCCs' ESI is not under their control. (Docket Entry No. 997, Defendants' Supple-

mental Memorandum at pp. 24-28). "[I]t is well settled that a party has no obligation to preserve evidence that is not in 

its possession, custody or control." Id. at p. 25. Yet, at the November 6th conference, Defendants' counsel told the 

Court: 

  

   MS. MOSS: And I want to be clear on the State's position. We're not saying that these documents are 

not in the State's custody or  [*179] control or that we can't produce documents from our contractors. In 

fact, we've produced - - our response to details, entire categories of documents that we have produced 

from our contractors. 

 
  



 

(Docket Entry No. 734, Transcript at p. 42). Moreover, the Consent Decree expressly provides that "All such records 

shall be obtained, if necessary, and provided to plaintiffs' counsel through TennCare, rather than through individual 

MCOs." (Docket Entry No. 12, Consent Decree at P 105). The Court concludes that this express language in the Defen-

dants' contract with the MCCs grants the Defendants unrestricted access to the MCCs' data systems for any information 

"pertaining to" a TennCare member. 

Another Court reached a similar conclusion. In In Re NTL, Inc. Securities Litigation, 244 F.R.D. 179, 2007 U.S. 

Dist. LEXIS 6198, at *59-60 (S.D.N.Y. Jan. 30, 2007), the district court sanctioned a defendant who argued, as the De-

fendants do here, that the ESI and other relevant documents were not in its "control," because a nonparty with whom the 

defendant contracted had the ESI. The district court ruled that when a duty to preserve evidence arises, a defendant is 

required to issue a litigation hold to maintain responsive  [*180] information and materials. Id. at *66. Second, if the 

defendant's agreement with the third party grants access to any documents necessary litigation then the defendant had 

control over document held by its contractors. Finally, the Court concluded that even without an agreement, the defen-

dant still retained control over the relevant documents because a party cannot nullify its contract to "evade the rules of 

procedure." Id. at *63 (citing Bank of New York v. Meridien Biao Bank Tanzania Ltd.., 171 F.R.D. 135, 148 (S.D.N.Y. 

1997)). 

The Court concludes that the MCCs' ESI is within the Defendants' possession or control within the meaning of Rule 

34(a) and was so at the time of the Court's discovery orders to produce ESI. 

As a practical matter, even if the Plaintiffs had issued subpoenas under Rule 45, the Court is at a loss to understand 
what procedural benefits would enure to the MCCs that have not been provided. Under Rule 45, the MCCs have an op-

portunity to identify and offer proof on why the ESI discovery sought by the Plaintiffs should not be had. The only real 

difference is that under Rule 45, the Plaintiffs would have to go to the districts where the information is located, if more  

[*181] than 100 miles from the site of this Court. For those courts in other districts and states to decide these issues 

would require a multiplication of these discovery proceedings throughout other districts. The Court would not wish that 

misfortune on any of its colleagues. In any event, the Sixth Circuit has consolidated issues in institutional litigation in 

this district affecting different districts of this state as a matter of judicial efficiency. See e.g., Carver v. Knox County, 

Tenn, 887 F.2d 1287, 1293 (6th Cir. 1989). 

Further, as a matter of law, the TennCare Bureau, is the "single state agency" designated by federal law to adminis-

ter Tennessee's Medicaid program, TennCare. Linton v. Commissioner of Health and Environment, 779 F. Supp. 925, 

936 (M.D. Tenn. 1990), affd. on other grounds 65 F.3d 508 (6th Cir. 1995). The Defendants cannot delegate the ad-
ministration of this program nor vest the MCCs with ultimate control over information necessary to determine compli-

ance with federal law. The Defendants must provide any records the Secretary requires. 42 C.F.R. 431.17(c). Federal 

regulations also require that the TennCare agency maintain or supervise the maintenance of the records  [*182] neces-

sary for the proper and efficient operation of the program, including individual records on each applicant and recipient 

as well as statistical and fiscal records necessary for reporting and accountability as required by the Secretary of Health 

and Human Services. 42 C.F.R. 431.17(a)-(b). To receive federal funding, a State's contract with any provider must 

grant the State the right to audit and inspect any books and records for services provided by the MCO. 42 U.S.C. ß 

1369b(m)(2)(A)(iv). Under 42 C.F.R. 434.6, the MCC's contract must "provide that the contractor maintains an appro-

priate records system for services to enrolled recipients" that are accessible "through inspection or other means." 42 

C.F.R. ß 434.6(a)(5) and 7. A state must have a plan for maintenance of records to ensure the "proper and efficient" 

operation of the plan." 42 C.F.R. ß 431.17(b)(ii). 

The Court concludes that as a matter of federal law, the Defendants and the MCCs operate as a single entity, with 
the Defendants responsible for the plan's ultimate performance. These federal statutes and regulations grant the Defen-

dants the legal right to these documents directly related to services to the class members.  [*183] Thus, aside from 

Grier, with the rules permitting discovery of a party's managing agent or agent, the Consent Decree and the MCCs con-

tracts, the Court concludes that these federal laws clearly require the submission of any relevant MCCs' information to 

the State. Thus, the Court concludes that MCCs are the Defendants' agents, not independent third parties, and also stand 

in the shoes of the Defendants so as to be subject to Plaintiffs' discovery requests as are the Defendants. 

 

2. Discovery Standards  

With the notice pleading standard under the Federal Rules of Civil Procedure for most actions, the relevancy stan-

dard for discovery has been "construed broadly." Oppenheimer Fund Inc. v. Sanders, 437 U.S. 340, 351, 98 S. Ct. 2380, 

57 L. Ed. 2d 253 (1978). A party may seek any information that is not privileged and is relevant to his claims or de-



 

fenses. Fed. R. Civ. P. 26(b)(1). For discovery purposes relevant means information that is probative on a party's claim 

or defense and information that the Court determines could "lead to the discovery of admissible evidence." Fed.R.Civ.P. 

26(b)(1). 

In addition, "a presumption is that the responding party must bear the expense of complying with discovery re-

quests." Oppenheimer, 437 U.S. at 358.  [*184] Yet, district courts can limit discovery, if the information sought is 

overly broad or imposes an undue burden upon the party from whom discovery is sought. Fed. R. Civ. P. 26(b)(2) al-
lows the Court to relieve any undue burden on the responding party. In Surles v. Greyhound Lines, Inc., 474 F.3d 288, 

305 (6th Cir. 2007), the Sixth Circuit observed that: "Th[e] desire to allow broad discovery is not without limits and the 

trial court is given wide discretion in balancing the needs and rights of both plaintiff and defendant." (quoting Scales v. 

J.C. Bardford, 925 F.2d 901, 906 (6th Cir. 1991)). 

As to the judge's role in discovery disputes, "[t]he revisions in Rule 26(b)(2) are intended to provide the court with 

broader discretion to impose additional restrictions on the scope and extent of discovery." Surles, 474 F.3d at 305. The 

Advisory Committee notes reflect that the 1983 and 1993 amendments to Rule 26(b) "contemplate[] greater judicial 

involvement in the discovery process." Fed. R. Civ. P. 26(b), advisory committee's notes (1993). For example, one court 

appointed a special master to supervise electronic discovery. Medtronic Sofamor Danek, Inc. v. Michelson, 229 F.R.D. 

550, 558-59 (W.D. Tenn. 2003).  [*185] Given the Defendants' history of creating collateral litigation in this action on 

the Court's appointment of a special master and the state of these proceedings, the Court deemed the appointment of a 

special master to resolve ESI discovery disputes counterproductive. 

The Court also possesses inherent authority to manage litigation. As the First Circuit observed, "[a]s lawyers be-

came more adept at utilizing the liberalized rules", "[t]he bench began to use its inherent powers to take a more active, 

hands-on approach to the management of pending litigation." In re San Juan Dupont Plaza Hotel Fire Litigation, 859 

F.2d 1007, 1011 (1st Cir. 1988). "The judiciary is 'free, within reason to exercise this inherent judicial power in flexible 

pragmatic ways'." Id. at 1011 n.2 (quoting HMG Property Investors, Inc. v. Parque Industrial Rio Canas, Ins., 847 F.2d 

908, 916 (1st Cir. 1988). 30 

 

30   As to legal authority for the "experts only conference," to resolve discovery disputes, the Court, on its own 

motion, can convene a discovery conference and "may order the parties or attorneys to attend the conference in 

person." Fed. R. Civ. P. 26(f). (emphasis added). The purpose of a discovery conference  [*186] is "to address 

and discuss the propriety of asserted objections. [The parties] must deliberate, confer, converse, compare views, 
or consult with a view to resolve the dispute without judicial intervention." Cotracom Commodity Trading Co. v. 

Seabord Corp., 189 F.R.D. 456, 459 (D. Kan. 1999). 

In addition, Fed. R. Civ. P. 16(c)(12) authorizes the district court to adopt "special procedures for managing 

potentially difficult or protracted actions that may involve complex issues, multiple parties, difficult legal ques-

tions, or unusual proof problems". For such procedures, Rule 16 grants the district court the authority to require 

attendance of any party to the case at any session of the court where the judge deems his presence to be neces-

sary. In re LaMarre, 494 F.2d 753, 756 (6th Cir. 1974) (citations omitted). 

These authorities collectively support the "experts only" conference to allow an unrestricted dialogue 

among the most knowledgeable persons, the parties' computer experts. The "experts only" conference was con-

ducted in the same format as the earlier successful discovery conference to which neither the parties, their agents 

nor counsel objected. Given the historical successes of this  [*187] format in this district, the number of Defen-

dants' contractors, the multiple and different computer systems of the Defendants' and their contractors, and the 
broad scope of the discovery disputes, the Court deemed the "experts only" conference an effective and efficient 

method to resolve these discovery disputes. There was not any prospect of the Plaintiffs' two experts pressuring 

the Defendants' and contractors' experts who numbered twenty or more. The participants are highly skilled per-

sons so that there was not any prospect for abuse or overreaching by any participant and none was reported at 

the end of the conference. At the end of the conference, the experts were uniform in their comments that the con-

ference was productive. One expert suggested that an earlier conference, such as this one, would have been 

beneficial. The Defendants acknowledge that the right to counsel applies to formal proceedings. The Court 

sealed the record of that conference (Docket Entry No. 872), but without leave of Court, the Defendants' counsel 

violated that seal with public disclosures in their Memorandum that led to other disclosures of that conference. 

At least Plaintiffs' counsel sought leave of court  [*188] and filed their submissions referring to statements at the 

conference under seal. 
 



 

3. Discovery Rules on Electronic Discovery  

As to relevant discovery rules, since 1970, Fed. R. Civ. P. 34 has expressly referred to "data compilations," and the 

Advisory Committee comments to the 1970 amendments to Rule 34 clearly reflect that the "data compilations" included 

electronic discovery. 

  

   Rule 34 applies to electronic data compilations from which information can be obtained only with the 
use of detection devices, and that when the data can as a practical matter be made usable by the discover-

ing party only through respondent's devices, respondent may be required to use his devices to translate 

the data into usable form. 

 

  

Williams v. Sprint/United Management Co., 230 F.R.D. 640, 648 (D. Kan. 2005) (emphasis added and footnotes omit-

ted). In addition, former Fed. R. Civ. P. 33(d) allowed a party to rely upon a "compilation to answer an interrogatory." 

The 2006 amendments to Rule 34 added the phrase "electronically stored information" to that Rule. 

The current discovery motion was first filed in June 2006, but the current controversy over ESI production arose on 

February 21, 2006 with the Defendants' motion  [*189] for a protective order concerning the Special Master's request 

for utilization data (Docket Entry No. 604). The Defendants' motion was granted, in part and denied, in part, (Docket 

Entry No. 615), at the February 28, 2006 conference. (Docket Entry No. 616 at pp. 42-102). At the April 17, 2006 con-
ference, the Court "suggested" that the Defendants provide to the Plaintiffs any ESI that the Defendants provided to the 

monitors. (Docket Entry No. 646 at p. 33). On November 6 and 21, 2006, the Court ordered the production of the ESI 

subject to a protocol to be determined by the parties' computer experts. (Docket Entry No. 734 at p. 65-66, 74). These 

orders were prior to the December 1, 2006 effective date of the new amendments on ESI. 

The Supreme Court's Order adopting the 2006 amendments on ESI states that these amendments "shall take effect 

on December 1, 2006, and shall govern . . . insofar as just and practicable, all proceedings then pending." Order of the 

Supreme Court of the United States, April 12, 2006. Defendants note that the Supreme Court announced the 2006 

amendments in April 2006, and therefore, the parties were on notice that the amendments "would take effect long before 

the  [*190] close of the discovery period in this litigation," (Docket Entry No. 907 at p. 4) (citing In Re Payment Card 

Interchange Fee and Merch. Disc. Antitrust Litig., No. MD 05-1720, 2007 U.S. Dist LEXIS 2650, *13 (E.D.N.Y. Jan. 

12, 2007) (applying new ESI amendments to pending Rule 34 issue). 

Yet, the law of the case doctrine provides that a prior order of the Court in an action controls unless a showing of a 

manifest injustice arises. Arizona v. California, 460 U.S. 605, 618, 103 S. Ct. 1382, 75 L. Ed. 2d 318 (1983). Here, in 

February 2006, the Court directed ESI to be made available to Plaintiffs. Prior to the November, 2006 rulings and Order 

on Plaintiffs' earlier motion to compel, the parties had extensively briefed the ESI issues. (Docket Entry Nos. 709, 720 

and 727). The parties argued several of the same decisions on ESI, as they do on the Plaintiffs' renewed motion to com-

pel. Id. This Court's published rules of local practice require any party asserting an undue burden of a discovery request 
31 to present quantitative proof of that asserted burden. The Defendants offered only conclusory affidavits. (Docket En-

try No. 720, Exhibits B and C thereto). Only after the November 2006 Orders were entered did the Defendants  [*191] 

provide necessary quantitative evidence of what they contend is an undue burden for any ESI production. The Defen-

dants did not move to seek relief from the November 2006 Orders. 

 

31   Of course, absent a contrary order, the Sixth Circuit rule has been that for any party that contends discovery 
requests present an undue burden, the appropriate response is a motion for protective order. Tarleton v. Meharry 

Medical College, 717 F.2d 1523, 1534 n.4 (6th Cir. 1983). The wisdom of this rule is that the party asserting an 

undue burden is in the better position to explain what the undue burden is. 

To be sure, the November 2006 rulings left some issues on the ESI protocol to be decided, namely the search terms 

and the protocol for the MCCs. From the Court's perspective, the Defendants stalled on any unresolved issues until the 

2006 amendments to the discovery rules on ESI became effective, because after the 2006 amendments became effec-

tive, the Defendants agreed to accept Plaintiffs' search terms. By this delay, the Defendants were able, in effect, to shift 

the burden of proof at the June 2007 hearing to the Plaintiffs on the absence of an undue burden under the revised rules 
32 In some cases, such  [*192] a strategic decision may be appropriate, but here there were outstanding Orders in No-

vember 2006 to produce this ESI. With the 2006 amendments, the Defendants can now argue that such production im-

poses an undue burden measured principally by monetary costs, whereas the earlier judicial standards, as discussed in-
fra, were based primarily on technical availability. 



 

 

32   As it were with prior law, see n.28, under amended Ruled 26(b)(2)(B), the Defendants could have filed a 

motion for a protective order on ESI before June 2007 hearing on the rulings, but did not do so. 

The Court is reluctant to reward the Defendants for their intransigence, but in the event of an appeal of these rul-

ings, the Court will consider the 2006 amendments because the Court lacks any interest in repeating this costly, time-

consuming analysis, if the 2006 amendments were ruled to be controlling on appeal. 

These 2006 amendments on electronic discovery amended several discovery rules that as pertinent here, are as fol-

lows: 

  

   Rule 26(b)(2)(B) 

A party need not provide discovery of electronically stored information from sources that the party 

identifies as not reasonably accessible because of undue burden or cost. On motion to  [*193] compel 

discovery or for a protective order, the party from whom discovery is sought must show that the 

information is not reasonably accessible because of undue burden or cost. If that showing is made, 

the court may nonetheless order discovery from such sources if the requesting party shows good 

cause, considering the limitations of Rule 26(b)(2)(C). The court may specify conditions for the dis-

covery. 

Rule 26(b)(2)(C) 

The frequency or extent of use of the discovery methods otherwise permitted under the rules and by 

any local rule shall be limited by the court if it determines that: 

  

   * * * 

(i) the discovery sought is unreasonably cumulative or duplicative, or is obtainable 

from some other source that is more convenient, less burdensome, or less expensive; 

(ii) the party seeking discovery has had ample opportunity by discovery in the action 

to obtain the information sought; or 

(iii) the burden or expense of the proposed discovery outweighs its likely benefit, tak-

ing into account the needs of the case, the amount in controversy, the parties' resources, 

the importance of the issues at stake in the litigation, and the importance of the proposed 
discovery in resolving the issues. 

 

  

Rule 26(b)(5)(B) 

Information  [*194] Produced. If information is produced in discovery that is subject to a claim of 

privilege or of protection as trial-preparation material, the party making the claim may notify any party 

that received the information of the claim and the basis for it. After being notified, a party must promptly 

return, sequester, or destroy the specified information and any copies it has and may not use or disclose 

the information until the claim is resolved. A receiving party may promptly present the information to 

the court under seal for a determination of the claim. If the receiving party disclosed the information be-

fore being notified, it must take reasonable steps to retrieve it. The producing party must preserve the in-

formation until the claim is resolved. 

Rule 34 

(a) Scope. Any party may serve on any other party a request (1) to produce and permit the party 

making the request, or someone acting on the requestor's behalf, to inspect [and], copy, test or sample 

any designated documents or electronically stored information -- including writings, drawings, graphs, 

charts, photographs, [phonorecords] sound recordings, images, and other data or data compilations stored 

in any medium from which information  [*195] can be obtained[,] --translated, if necessary, by the re-

spondent [through detection devices] into reasonably usable form [)], or to inspect [and], copy, test, or 



 

sample and designated tangible things which constitute or contain matters within the scope of Rule 26(b) 

and which are in the possession, custody or control of the party upon whom the request is served. 

(b) Procedure. The request shall set forth, either by individual item or by category, the items to be 

inspected, and describe each with reasonable particularity. The request shall specify a reasonable time, 

place, and manner of making the inspection and performing the related acts. The request may specify 

the form or forms in which electronically stored information is to be produced. . . 

...The response shall state, with respect to each item or category, that inspection and related activities 

will be permitted as requested, unless the request is objected to, [in which event] including an objection 

to the requested form or forms for producing electronically stored information, stating the reason 

for the objection. If objection is made to part of an item or category, the part shall be specified and in-

spection permitted of the remaining  [*196] parts. If objection is made to the requested form or forms for 

producing electronically stored information -- or if no form was specified in the request -- the responding 

party must state the form or forms it intends to use. The party submitting the request may move for an 

order under Rule 37(a) with respect to any objection to or other failure to respond to the request or any 

part thereof, or any failure to permit inspection as requested. 

Unless the parties otherwise agree, or the court otherwise orders: 

   (i) a party who produces documents for inspection shall produce them as they are kept 

in the usual course of business or shall organize and label them to correspond with the 
categories in the request; 

(ii) if a request does not specify the form or forms for producing electronically stored 

information, a responding party must produce the information in a form or forms in which 

it is ordinarily maintained or in a form or forms that are reasonably usable; and 

(iii) a party need not produce the same electronically stored information in more than 

one form. 

 

  

(c) Persons Not Parties. A person not a party to the action may be compelled to produce 

documents and things or to submit to an inspection  [*197] as provided in Rule 45. 

Rule 37 

Failure to Make Disclosure or Cooperate in Discovery; Sanctions. 

* * * 

(f) Electronically stored information. 

Absent exceptional circumstances, a court may not impose sanctions under these rules on a party 

for failing to provide electronically stored information lost as a result of the routine, good-faith operation 

of an electronic information system. 33 

 

  

(emphasis added). 34 

 

33   By the underscored language in Rule 37(f), the court retains its inherent authority to impose sanctions. See 

First Bank of Marietta v. Hartford Underwriters, Ins. Co., 307 F.3d 501, 513 (6th Cir. 2002). 
34   These amendments are not without critics as to their need and potential for abuse. As to need for the 

amendments: 

  

   Amendments to the Federal Rules are not warranted today because there is no clear demand for 

reform. In its case study of electronic discovery issues, the Federal Judicial Center found that 

seven out of the ten judges interviewed for the study believed no changes were necessary. While 

a majority of attorneys believed that the Federal Rules should be changed to address electronic 

discovery, almost half of the participants expressed that the "problems" that arise in electronic  



 

[*198] discovery are not unique to electronic discovery...Arguably, the need for reform of the 

discovery of electronic information is limited to the defense bar's need to further limit the scope 

and amount of discovery. 

 

  

Henry S. Noyes, Is E-Discovery So Different that it Requires New Discovery Rules? An Analysis of Proposed 
Amendments to the Federal Rules of Civil Procedure, 71 TENN. L. REV. 585, 615-16 (2004). 

As to potential abuses: 

  

   If adopted, the proposed Rules may enable litigants to engage in discovery abuse by hiding or 

destroying incriminating digital evidence. The proposed Rules also provide greater protection to 

data that is not reasonably accessible and restrict the judiciary's ability to impose sanctions on 

litigants. By providing greater protection for data that is not reasonably accessible, the proposed 

Rules encourage both software programmers and system architects to design and develop soft-

ware storage solutions that render data "not reasonably accessible" by making access to the data 

fiscally or technically impractical. By re-characterizing accessible data as "not reasonably acces-

sible," these parties obviate their production duties pursuant to the proposed Rules. These liti-

gants  [*199] would store data on inefficient storage systems, making it unduly burdensome or 
expensive to (1) search for data, (2) restore data, or (3) change the data's format, therefore, mak-

ing discovery more difficult.... 

The first loophole created by Rule 26(b)(2)(B) promotes the development of digital document 

storage systems that enable litigants to re-characterize their data by saving it in inaccessible forms 

to eliminate discovery production obligations while maintaining access to their data. Thus, the 

first loophole is likely to provide an advantage to wealthy litigants and will likely create a soft-

ware market that allows companies to re-characterize their data with the hopes of subverting the 

judicial process. 

The second potential loophole created by proposed Rule 26(b)(2)(B) is created by the re-

quirement that the Rule requires requesting parties demonstrate "good cause" to permit a court to 

consider ordering discovery of "not reasonably accessible" information. This Rule not only re-
stricts the actions of the bench, it also fails to define what constitutes "good cause," creating fur-

ther ambiguity. .... Specifically, if a producing party fails to disclose the existence of certain 

documents,  [*200] a discovering party will not know they exist, thereby making it difficult to 

show good cause to compel production based upon the value of discovering specific electronic 

documents. 

Proposed Rule 26(b)(2)(B)'s two loopholes in its provisions placing "not reasonably accessi-

ble" data presumptively beyond the scope of discovery and requiring a showing of "good cause" 

to compel production of "not reasonably accessible data" may be exploited if the proposed Rules 

are adopted in their current form. Instead of merely expediting and facilitating electronic discov-

ery production requests, proposed Rule 26(b)(2)(B) threatens to strengthen the hand of wealthy 

litigants by giving them additional tools to evade electronic discovery requests and to wear down 

their opponents financial resources. 
 

  

Daniel B. Garrie, et al., Hiding the Inaccessible Truth: Amending the Federal Rules to Accommodate Electronic 

Discovery, 25 Rev. Litig. 115,118-19, 125, 126 (2006). See also Rebecca Rockwood, Note, Shifting Burdens and 

Concealing Electronic Evidence: Discovery in the Digital Era, 12 RICH. J.L. & TECH. 16, 34 (2006) ("The 

combined effect of proposed Rules 26(b)(2)(B) and 37(f) is that companies can get the "benefits  [*201] of a data 

deletion policy" without actually deleting anything. Although these new rules will help corporate defendants get 

through the litigation process without incurring a great deal of expense, it will also allow them more room to 

conceal important files and electronic documents. In the future, technically savvy defendants will have a distinct 

advantage in evading discovery of potentially damaging documents. In many cases, this could change the entire 

outcome of the litigation.") (internal citations omitted). 



 

Under the 2006 amendments to Rule 26(b)(2), if the party from whom ESI is requested, considers the ESI request 

unduly burdensome, then that party can file a motion for a protective order 35 or the requesting party can file a motion to 

compel. Upon the filing of either motion, the Court first assesses whether the ESI production is an undue burden. If so, 

then the Court considers whether the ESI discovery request is duplicative or available elsewhere or whether the request-

ing party could have sought the ESI earlier. If an undue burden is shown, the requesting party must show "good cause" 

to justify the ESI production. For the "good cause" determination, the Court is to consider  [*202] whether the discovery 
request's "burden or expense ... outweighs its likely benefit, taking into account the needs of the case, the amount in 

controversy, the parties' resources, the importance of the issues at stake in the litigation, and the importance of the pro-

posed discovery in resolving the issues." Fed.R.Civ.P. 26(b)(2)(C)(i)(ii) and (iii) 

 

35   Prior to the 2006 amendment, in Hopson v. Mayor and City Council of Baltimore, 232 F.R.D. 228 

(E.D.Md.2005), the court summarized the American Bar Association litigation section's protocol for counsel's 

approach to addressing the issue of ESI discovery. These measures were accomplished here primarily by the dis-

covery conferences. 

  

   Indeed, the newly revised Civil Discovery Standards for the American Bar Association Section 

on Litigation contain detailed information about the issues that the parties should discuss in their 

effort to agree upon an electronic records discovery plan. At a minimum, they should discuss: the 
type of information technology systems in use and the persons most knowledgeable in their op-

eration; preservation of electronically stored information that may be relevant to the litigation; the 

scope of the electronic records sought  [*203] (i.e. e-mail, voice mail, archived data, back-up or 

disaster recovery data, laptops, personal computers, PDA's, deleted data) the format in which 

production will occur (will records be produced in "native" or searchable format, or image only; 

is metadata sought); whether the requesting party seeks to conduct any testing or sampling of the 

producing party's IT system; the burdens and expenses that the producing party will face based on 

the Rule 26(b)(2) factors, and how they may be reduced (i.e. limiting the time period for which 

discovery is sought, limiting the amount of hours the producing party must spend searching, 

compiling and reviewing electronic records, using sampling to search, rather than searching all 

records, shifting to the producing party some of the production costs); the amount of pre-
production privilege review that is reasonable for the producing party to undertake, and measures 

to preserve post-production assertion of privilege within a reasonable time; and any protective or-

ders or confidentiality orders that should be in place regarding who may have access to informa-

tion that is produced. 

 

  

Id. at 245. 

In contrast, prior to the 2006 amendments, courts determined accessibility  [*204] of ESI production based primar-

ily on the technical availability of the data. If the data were not technically available, then the courts would consider 

whether to apportion costs to retrieve the ESI based on several factors, with some exceptions, discussed infra. Prior to 

the 2006 amendments, factors similar to Rule 26(b)(2)(B) were referred to as the "proportionality" test. Zubulake v. UBS 

Warburg, 217 F.R.D. 309, 316 (S.D.N.Y. 2003) 36 ("Zubulake I"). Under prior law, an undue burden did not arise merely 
because the discovery request involved an ESI production. Id. at 318 n.48. 

 

36   Another often cited decision is Rowe Entertainment, Inc. v. William Morris Agency, 205 F.R.D. 421 

(S.D.N.Y. 2002), but the Court finds Zubulake I and its related decisions more persuasive on the factors to be 

considered on whether electronic discovery is inaccessible. For example, "Rowe makes no mention of either the 

amount in controversy or the importance of the issues at stake in the litigation ....Courts applying Rowe have 

uniformly favored cost-shifting largely because of assumptions made concerning the likelihood that relevant in-

formation will be found ....such proof will rarely exist in advance of obtaining  [*205] the requested discovery. 

The suggestion that a plaintiff must not only demonstrate that probative evidence exists, but also prove that elec-

tronic discovery will yield a "gold mine," is contrary to the plain language of Rule 26(b)(1) which permits dis-

covery of "any matter" that is "relevant to [a] claim or defense." Zubulake, 217 F.R.D. at 321, 323. 
 

4. Duty to Preserve  



 

In the Court's view, the critical and threshold issue that impacts the undue burden analysis is the Defendants' breach 

of their legal duty to preserve ESI relevant to this action. As set forth below, if such a hold were accomplished here, 

then this extensive commitment of the parties', the MCCs' and the Court's resources would have been mooted. 

With the 2006 amendments on electronic discovery, the Advisory Committee Notes to Rule 26(b)(2) emphasize 

that: "A party's identification of sources of electronically stored information as not reasonably accessible does not re-

lieve the party of its common-law or statutory duties to preserve evidence." Independent of the rules of procedure, a 
legal duty to preserve relevant information arises when a person "knew or should have known that the documents would 

become material at some  [*206] point in the future then such documents should have been preserved." Stevenson v. 

Union Pac. R.R. Co., 354 F.3d 739, 746 (8th Cir. 2003). 

As to when this duty arises, the federal courts have held that the duty to preserve relevant information clearly arises 

when a complaint is filed with a court. Computer Associates, Intern., Inc. v. American Fundware, Inc., 133 F.R.D. 166, 

169 (D. Colo. 1990); Telectron Inc. v. Overhead Door Corp., 116 F.R.D. 107, 127 (S.D. Fla. 1987). A duty to preserve 

may also arise before the filing of the complaint, if a party has notice that litigation of a matter is likely to be filed. 

Capellupo v. FMC Corp., 126 F.R.D. 545, 551 (D. Minn. 1989); Alliance to End Repression v. Rochford, 75 F.R.D. 

438, 440 (N.D. Ill. 1976). The duty to preserve does not include evidence that the party "had no reasonable notice of the 

need to retain." Danna v. New York Tel. Co., 752 F. Supp. 594, 616 n.9 (S.D.N.Y. 1990), but includes information that 

party "has control and reasonably knew or could reasonably foresee was material to a potential legal action." Krum-

wiede v. Brighton Associates, LLC, No. 05 C 3003, 2006 U.S. Dist. LEXIS 31669, 2006 WL1308629 at *8 (N.D. Ill. May 

8, 2006) (citations omitted). 

Clearly  [*207] with the filing of Plaintiffs' complaint in February 1998, the duty of preservation arose for all par-

ties to take reasonable measures to preserve all relevant evidence. Here, the Defendants' duty to preserve evidence 

probably arose at least several months before the filing of the Consent Decree in 1998, given the extensive and negoti-

ated details in the Consent Decree. The Consent Decree provides ample guidance and clarity on what information is 

relevant and material and therefore should be retained. The MCCs' information "pertaining to" a TennCare enrollee was 

under the Defendants' control under federal law and their contracts with the MCCs. Yet, the proof establishes the De-

fendants did not create any meaningful litigation hold until the March 17, 2004, Memorandum when this action was 

more than six years old. 

Despite defense counsel's assertions that prior to 2004 a litigation hold was not required because this is a consent 

decree action, not litigation, the decisions cited above are to the contrary. Moreover, on December 18, 2000, the Defen-
dants moved to modify the Consent Decree (Docket Entry No. 69) and on January 29, 2001, the Plaintiffs moved for 

contempt (Docket Entry No. 79).  [*208] The contempt hearing started in June 2001 and Judge Nixon entered his find-

ings and conclusions on December 19, 2001. (Docket Entry No. 227). The parties were involved in other contested is-

sues in 2002 and 2003. (Docket Entry Nos. 238, 251, 258, 266, 275, 291, 301 and 319). These docket entries clearly 

undermine the Defendants' contention on the appropriate timing of a litigation hold. Even after a written and detailed 

March 17, 2004 memorandum/litigation hold, the proof establishes that the Defendants did not implement this litigation 

hold, as outlined in the March 17th memorandum. 

"Once on notice [that evidence is relevant], the obligation to preserve evidence runs first to counsel, who then has a 

duty to advise and explain to the client its obligations to retain pertinent documents that may be relevant to the litiga-

tion." Telecom International Am. Ltd. v. AT & T Corp., 189 F.R.D. 76, 81 (S.D.N.Y. 1999) (citing Kansas-Nebraska 

Natural Gas Co. v. Marathon Oil Co., 109 F.R.D. 12, 18 (D.Neb. 1983)). Neither a preservation demand letter nor a 

court order is required. Wiginton v. Ellis, 2003 U.S. Dist. LEXIS 19128, 2003 WL 22439865 at ** 4, 5 (N.D. Ill. Oct. 27, 

2003). A preservation order only clarifies the parties'  [*209] particular obligation. Treppelv. Biovail Corp., 233 F.R.D. 

363, 369 (S.D.N.Y. 2006). 

This preservation duty extends to potential evidence relevant to the issues in the action, including electronic infor-

mation. Zubulake v. UBS Warburg, LLC, 229 F.R.D. 422 (S.D.N.Y. 2004) ("Zubulake V"); Renda Marine, Inc. v. United 

States, 58 Fed. Cl. 57, 60-61 (2003). As the Zubulake V Court explained in an ESI controversy and the lack of preserva-

tion thereof: 

  

   Once a party reasonably anticipates litigation, [the defendant] must suspend its routine document reten-

tion/destruction policy and put in place a "litigation hold" to ensure the preservation of relevant docu-

ments. As a general rule, that litigation hold does not apply to inaccessible backup tapes (e.g., those 

typically maintained solely for the purpose of disaster recovery), which may continue to be recycled 



 

on the schedule set forth in the company's policy. On the other hand, if backup tapes are accessible 

(i.e., actively used for information retrieval), then such tapes would likely be subject to the litiga-

tion hold. 

 

  

Id. at 431 (emphasis added) (quoting Zubulake v. USB Warburg, LLC, 220 F.R.D. 212, 218 (S.D.N.Y. 2003) ("Zubulake 
IV")). 

In Zubulake V, [*210]  the Court excluded from the back-up tapes exception, the back-up tapes of "key players" 

that exist: 

  

   "[I]t does make sense to create one exception to this general rule. If a company can identify where par-

ticular employee documents are stored on backup tapes, then the tapes storing the documents of 'key 

players' to the existing or threatened litigation should be preserved if the information contained on those 

tapes is not otherwise available. This exception applies to all backup tapes." 

 

  

229 F.R.D. at 431 (quoting Zubulake IV, 220 F.R.D. at 218) (emphasis in original). 

This preservation duty extends to the parties' outside counsel and beyond the mere issuance of a litigation hold. In 
Zubulake V, contrary to outside and in-house counsel's instructions, key employees of the defendant deleted e-mails that 

the plaintiff alleged would support her claims. In Zubulake V, the court summarized its 2003 decision in Zubulake IV 37 

and delineated the types of measures stated therein as necessary for outside counsel to monitor his client's behavior and 

the timely production of information. 229 F.R.D. at 435. The Court regrets the following lengthy quotation, but its pur-

pose is to illustrate the level  [*211] of guidance available to counsel on the preservation of ESI, including that occa-

sionally telling clients that they need to preserve relevant ESI is legally insufficient. 

  

   A party's discovery obligations do not end with the implementation of a "litigation hold"--to the con-

trary, that's only the beginning. Counsel must oversee compliance with the litigation hold, monitoring 

the party's efforts to retain and produce the relevant documents. Proper communication between a 

party and her lawyer will ensure (1) that all relevant information (or at least all sources of relevant 

information) is discovered, (2) that relevant information is retained on a continuing basis; and (3) 

that relevant non-privileged material is produced to the opposing party. 

1. Counsel's Duty to Locate Relevant Information 

Once a "litigation hold" is in place, a party and her counsel must make certain that all sources 

of potentially relevant information are identified and placed "on hold," to the extent required in 

Zubulake IV. To do this, counsel must become fully familiar with her client's document retention poli-

cies, as well as the client's data retention architecture. This will invariably involve speaking with in-

formation  [*212] technology personnel, who can explain system-wide backup procedures and the 

actual (as opposed to theoretical) implementation of the firm's recycling policy. It will also involve 

communicating with the "key players" in the litigation, in order to understand how they stored in-

formation. In this case, for example, some UBS employees created separate computer files pertaining to 

Zubulake, while others printed out relevant e-mails and retained them in hard copy only. Unless counsel 

interviews each employee, it is impossible to determine whether all potential sources of information 

have been inspected. A brief conversation with counsel, for example, might have revealed that Tong 

maintained "archive" copies of e-mails concerning Zubulake, and that "archive" meant a separate on-line 

computer file, not a backup tape. Had that conversation taken place, Zubulake might have had relevant e-

mails from that file two years ago. 

To the extent that it may not be feasible for counsel to speak with every key player, given the size of 

a company or the scope of the lawsuit, counsel must be more creative. It may be possible to run a sys-

tem-wide keyword search; counsel could then preserve a copy of each "hit."  [*213] Although this 

sounds burdensome, it need not be. Counsel does not have to review these documents, only see that 

they are retained. For example, counsel could create a broad list of search terms, run a search for a 

limited time frame, and then segregate responsive documents. [FN75] When the opposing party pro-
pounds its document requests, the parties could negotiate a list of search terms to be used in identifying 



 

responsive documents, and counsel would only be obliged to review documents that came up as "hits" on 

the second, more restrictive search. The initial broad cut merely guarantees that relevant documents are 

not lost. 

  

   n.75 It might be advisable to solicit a list of search terms from the opposing party for 

this purpose, so that it could not later complain about which terms were used. 
 

  

In short, it is not sufficient to notify all employees of a litigation hold and expect that the party 

will then retain and produce all relevant information. Counsel must take affirmative steps to moni-

tor compliance so that all sources of discoverable information are identified and searched. This is 

not to say that counsel will necessarily succeed in locating all such sources, or that the later discov-

ery  [*214] of new sources is evidence of a lack of effort. But counsel and client must take some 

reasonable steps to see that sources of relevant information are located. 

2. Counsel's Continuing Duty to Ensure Preservation 

Once a party and her counsel have identified all of the sources of potentially relevant informa-

tion, they are under a duty to retain that information (as per Zubulake IV) and to produce infor-

mation responsive to the opposing party's requests. Rule 26 creates a "duty to supplement" those 

responses. Although the Rule 26 duty to supplement is nominally the party's, it really falls on counsel. 

As the Advisory Committee explains, 

Although the party signs the answers, it is his lawyer who understands their significance and bears 

the responsibility to bring answers up to date. In a complex case all sorts of information reaches the 

party, who little understands its bearing on answers previously given to interrogatories. In practice, 

therefore, the lawyer under a continuing burden must periodically recheck all interrogatories and 

canvass all new information. 

To ameliorate this burden, the Rules impose a continuing duty to supplement responses to dis-

covery requests only when "a party[,]  [*215] or more frequently his lawyer, obtains actual knowl-

edge that a prior response is incorrect. This exception does not impose a duty to check the accu-

racy of prior responses, but it prevents knowing concealment by a party or attorney." 

The continuing duty to supplement disclosures strongly suggests that parties also have a duty 

to make sure that discoverable information is not lost. Indeed, the notion of a "duty to preserve" 

connotes an ongoing obligation. Obviously, if information is lost or destroyed, it has not been pre-

served. 

   See OXFORD ENGLISH DICTIONARY (2d ed.1989) (defining "preserve" as "[t]o 

keep safe from harm or injury; to keep in safety, save, take care of, guard"); see also id. 

(defining "retain" as "[t]o keep hold or possession of; to continue having or keeping, in 

various senses"). 

 

  

The tricky question is what that continuing duty entails. What must a lawyer do to make certain that 

relevant information--especially electronic information--is being retained? Is it sufficient if she periodi-
cally re-sends her initial "litigation hold" instructions? What if she communicates with the party's infor-

mation technology personnel? Must she make occasional on-site inspections? 

Above all,  [*216] the requirement must be reasonable. A lawyer cannot be obliged to monitor her 

client like a parent watching a child. At some point, the client must bear responsibility for a failure to 

preserve. At the same time, counsel is more conscious of the contours of the preservation obligation; 

a party cannot reasonably be trusted to receive the "litigation hold" instruction once and to fully 

comply with it without the active supervision of counsel. 

There are thus a number of steps that counsel should take to ensure compliance with the preservation 

obligation. While these precautions may not be enough (or may be too much) in some cases, they are de-

signed to promote the continued preservation of potentially relevant information in the typical case. 



 

First, counsel must issue a "litigation hold" at the outset of litigation or whenever litigation is 

reasonably anticipated. The litigation hold should be periodically re-issued so that new employees 

are aware of it, and so that it is fresh in the minds of all employees. 

Second, counsel should communicate directly with the "key players" in the litigation, i.e., the 

people identified in a party's initial disclosure and any subsequent supplementation thereto.  [*217] 

Because these "key players" are the "employees likely to have relevant information," it is particu-

larly important that the preservation duty be communicated clearly to them. As with the litigation 

hold, the key players should be periodically reminded that the preservation duty is still in place. 

Finally, counsel should instruct all employees to produce electronic copies of their relevant ac-

tive files. Counsel must also make sure that all backup media which the party is required to retain 

is identified and stored in a safe place. In cases involving a small number of relevant backup tapes, 

counsel might be advised to take physical possession of backup tapes. In other cases, it might make sense 

for relevant backup tapes to be segregated and placed in storage. Regardless of what particular arrange-

ment counsel chooses to employ, the point is to separate relevant backup tapes from others. One of the 

primary reasons that electronic data is lost is ineffective communication with information technology 

personnel. By taking possession of, or otherwise safeguarding, all potentially relevant backup tapes, 

counsel eliminates the possibility that such tapes will be inadvertently recycled. 

 
  

229 F.R.D. at 432-34  [*218] (emphasis added) (some footnotes omitted). See also Rebecca Rockwood, Note, Shifting 

Burdens and Concealing Electronic Evidence: Discovery in the Digital Era, 12 RICH. J.L. & TECH. 16, 22 (2006) ("It 

is counsel's responsibility not just to tell the client that they have to retain and produce all information relevant to the 

case, but also to follow up with the client and continuously remind them of what they are required to do....Clients must 

be aware of all duties to preserve information, 'whether imposed by litigation or state or federal regulation.' Until the 

client begins to realize the impact of technology in litigation, the lawyer must educate them to provide the best service 

and avoid sanctions litigation that could be damaging.") (emphasis added and footnotes omitted) 

 

37   There are a series of Zubulake decisions on ESI discovery issues that are summarized in Zubulake v. War-

burg, LLC, 229 F.R.D. 422, 425 n. 5 (S.D.N.Y. 2004). District courts, in the Sixth Circuit, have recognized that 
although "Zubulake IV is not technically binding on this court, it has received wide recognition at the federal bar 

as authoritative." Kemper Mortgage, Inc. v. Russell, 2006 U.S. Dist. LEXIS 20729, 2006 WL 2319858 (S.D. Ohio 

2006). 

In  [*219] Zubulake V, that Court noted cases where counsel and the clients failed to understand each other on ESI 

issues: 

  

   Keir v. UnumProvident Corp, provides a disturbing example of what can happen when counsel and cli-

ent do not effectively communicate. In that ERISA class action, the court entered an order on December 

27, 2002, requiring UnumProvident to preserve electronic data, specifically including e-mails sent or re-

ceived on six particular days. What ensu[]ed was a comedy of errors. First, before the court order was en-

tered (but when it was subject to the common law duty to preserve) UnumProvident's technical staff uni-

laterally decided to take a "snapshot" of its servers instead of restoring backup tapes, which would have 
recovered the e-mails in question. (In fact, the snapshot was useless for the purpose of preserving these e-

mails because most of them had already been deleted by the time the snapshot was generated.) Once the 

court issued the preservation order, UnumProvident failed to take any further steps to locate the e-mails, 

believing that the same person who ordered the snapshot would oversee compliance with the court order. 

But no one told him that. 

Indeed, it was not until January  [*220] 13, when senior UnumProvident legal personnel inquired 

whether there was any way to locate the e-mails referenced in the December 27 Order, that anyone sent a 

copy of the Order to IBM, who provided "email, file server, and electronic data related disaster recovery 

services to UnumProvident." By that time, UnumProvident had written over 881 of the 1,498 tapes that 

contained backup data for the relevant time period. All of this led to a stern rebuke from the court. Had 

counsel in Keir promptly taken the precautions set out above, the e-mails would not have been lost. 
[FN87] 



 

  

   FN87. See also Metropolitan Opera Assoc., Inc. v. Local 100, Hotel Employees & Res-

taurant Employees International Union, 212 F.R.D. 178, 222 (S.D.N.Y. 2003) (ordering 

default judgment against defendant as a discovery sanction because "counsel (1) never 

gave adequate instructions to their clients about the clients' overall discovery obliga-

tions, [including] what constitutes a 'document' ...; (2) knew the Union to have no 

document retention or filing systems and yet never implemented a systematic proce-

dure for document production or for retention of documents, including electronic 

documents; (3) delegated document production  [*221] to a layperson who ... was not 

instructed by counsel[] that a document included a draft or other nonidentical copy, a 

computer file and an e-mail; ... and (5) ... failed to ask important witnesses for documents 

until the night before their depositions and, instead, made repeated, baseless representa-

tions that all documents had been produced.") 

 

  

 

  

Zubulake V, 229 F.R.D. at 434 (emphasis added and some footnotes omitted). 

The Court concludes that the proof establishes that the Defendants did not issue any litigation hold in this action 

until March 17th, 2004 and then did not implement that March 17th litigation hold memorandum. Significantly, the 

March 17th Memorandum required collection of relevant documents by the assigned custodian for each working group 

and the ongoing segregation and review of relevant documents for privileges by the State Attorney General's Office. 

The Defendants now assert that to respond to Plaintiffs' ESI request, as ordered by the Court, will cost them millions of 

dollars and a number of years due to their need to segregate documents and to conduct a privilege review of massive 

amounts of information. This evidence establishes that the March 17th Memorandum was never  [*222] implemented. 

The proof, at best, is that on "several occasions," Defense counsel told state employees to save emails and respon-

sive documents. In their earlier papers, Defendants' counsel insisted that "[k]ey state officials have periodically been 

reminded of their duty to preserve documents and the instructions have even been expanded as the potential issues in 

dispute have expanded." (Docket Entry No. 720 at p. 27) (citing Docket Entry No. 720, Moss Declaration at PP 7-8) 
(emphasis added). Moss's 2006 declaration actually states that "state officials had been reminded on several occasions 

about their continuing obligation to preserve responsive documents." "Periodically" connotes "communications at regu-

lar intervals of time," Webster's Third New International Dictionary at p. 1680 (1981), "several occasions" does not. 

In any event, the proof is that Defendants left their employees to decide on their own what to retain without evi-

dence of any written instruction or guidance from counsel on what is significant on material information in this complex 

action. Under the State's computer system, after six to seven months emails were destroyed. Some key custodians did 

not have backup tapes  [*223] for their work station computer. Given the complexity of this action, isolated statements 

about the litigation hold over a period of several years are equivalent to a lack of any meaningful litigation hold. The 

inadequacy of these isolated occasions is evidenced by the detail in the March 17th memorandum that describes reason-

able methods to accomplish effective preservation of relevant information in this action. 

Significantly, the Defendants did not provide the MCCs with any instruction to preserve relevant information until 

November 2006. The significance arises because, as Judge Nixon found, all of the substantive activities under the Con-
sent Decree occur, at least initially, at the MCC level. The MCCs are the sites for services and where all of the substan-

tive decisions are initially made. Without a litigation hold, the MCCs' ESI data has been regularly destroyed from 1998 

to 2006, when the MCCs issued their litigation holds in 2006 to halt the loss of their ESI. The Defendants did not under-

take any efforts to ensure the systemic preservation of the MCCs' data that is particularly disturbing in light of Judge 

Nixon's findings in 2001 and 2004. 

In their post hearing submission, the  [*224] Defendants argue that they did not have any obligation to preserve the 

MCCs' data because the MCCs' ESI is not within their possession, custody, or control. (Docket Entry No. 997 at pp. 24-

28). "[I]t is well settled that a party has no obligation to preserve evidence that is not in its possession, custody or con-

trol." Id. at p. 25. At the November 6th conference, Defendants' counsel told the Court: 

  

   MS. MOSS: And I want to be clear on the State's position. We're not saying that these documents are 
not in the State's custody or control or that we can't produce documents from our contractors. In fact, 



 

we've produced - - our response to details, entire categories of documents that we have produced from 

our contractors. 

 

  

(Docket Entry No. 734 at p. 42). 

For these reasons stated earlier, since the entry of the Consent Decree, the Defendants had control over the MCCs 
because paragraph 105 of the decree expressly states that "All such records shall be obtained, if necessary, and provided 

to plaintiffs' counsel through TennCare, rather than through individual MCOs." (Docket Entry No. 12, Consent Decree 

at P 105). Under their contracts with their MCCs, the Defendants and "any other duly authorized  [*225] state or federal 

agency shall have immediate and complete access to all records pertaining to the medical care and services provided to 

TennCare enrollees". (Plaintiffs' Exhibit 28) (emphasis added). To repeat the governing legal principle: "Control" has 

been broadly construed to mean "the legal right, to obtain the documents requested upon demand...even through it pres-

ently may not have a copy of the document in its possession." 7 Moore's ß 34.14[2][b]. Under the evidence and appli-

cable law, the Court concludes that the Defendants possessed the clear legal right and control over the MCCs' ESI and 

thereby owed a duty to take reasonable measures to preserve the MCCs' relevant information, but the Defendants 

breached that duty. 

Courts have imposed sanctions for a party's failures to preserve electronic information. As to sanctions for failure to 

preserve ESI, as stated earlier in Zubulake V, the defendant deleted e-mails that the plaintiff alleged would support her 
claim. 229 F.R.D. at 425. This destruction occurred contrary to outside and in-house counsel's instructions to key em-

ployees not to deleted relevant e-mail. Id. at 426-28. For sanctions, the court ruled that it would give an  [*226] adverse 

inference instruction at trial, and required the defendant to restore backup tapes and to pay for depositions that had to be 

retaken as well as granting an award of attorney fees and costs. Id. at 437. 

In other courts, in United States v. Philip Morris USA, Inc., 327 F.Supp. 2d 21, 23 (D.D.C. 2004), the Court entered 

a broad preservation order, but for at least two years under company practices, the defendant's employees continued to 

delete e-mail messages more than sixty days old. Defense counsel later learned of this destruction, but waited four 

months to inform the Court. Id. Upon a motion for sanctions, the court found that eleven of the company's highest offi-

cers and supervisors violated not only the court order, and the company's stated policy for electronic records retention. 

Id. at 25. The court fined each defendant $ 250,000 per employee, and precluded the defendant from calling any of the 

eleven employees as witness at trial. Id. at 26, n.1. In In re Cheyenne Software, Inc., Securities Litigation, 1997 U.S. 

Dist. LEXIS 24141, 1997 WL 714891, at *2 (E.D.N.Y. Aug. 18, 1997), a securities action, the court ordered the defen-

dant to pay $ 15,000 in fees and fines for the routine recycling of computer  [*227] storage media. In Renda Marine, 58 

Fed. C1. 57 (2003), the court granted the plaintiffs motion to compel to order the U.S. Army Corps of Engineers to pro-

duce the backup tapes at its own expense and to provide access to the contracting officer's computer hard drive. There, 

the Defendant's policy was that after an e-mail was read, the e-mail had to be deleted or moved to a personal folder im-

mediately. Despite the notice of litigation, this practice continued resulting in the court's sanctions. 

Where a defendant contends that business necessity required or caused the destruction of relevant electronic dis-

covery, a court rejected this defense because the party did not make a prior request for judicial relief on this issue. As 

stated in Cheyenne Software: 

  

   [t]he defendants, not entirely unreasonably, argue that they cannot "freeze" their business by maintain-

ing all hard drives inviolate, but rather must erase and reformat their computer hard drives as people 
leave and as business needs dictate. The documents could have been preserved, however, without keep-

ing the hard drives inviolate; the information on those drives could simply have been copied to other 

relatively inexpensive storage media.  [*228] If the defendants found that to be so burdensome, an appli-

cation to the court was the appropriate procedure, not ignoring the court's orders. 

 

  

1997 U.S. Dist. LEXIS 24141, 1997 WL 714891 at *1. Defendants sought no such relief here. 

The Court reserves any discussion of sanctions for the Defendants' failure to implement an effective litigation hold 

until completion of the ESI discovery ordered by the Court. 

 

5. The Undue Burden Analysis  



 

The undue burden analysis will discuss the types of ESI subject to production, the Defendants' databases subject to 

the ESI searches, the costs of that production and an application of the Rule 26(b)(2)(C) factors to the circumstances of 

this controversy. 

(i) Types of ESI Data 

As to what ESI must be produced, at the time of the November 2006 Order, the issues of the accessibly of the ESI 

was determined primarily based on the technical availability of the ESI This analysis was formulated in Zubulake I, and 
its progeny, often cited decisions. Under Zubulake I, the issue of undue burden due to costs of production was reserved 

for data that was technically inaccessible. 

  

   Whether electronic data is accessible or inaccessible turns largely on the media on which it is 

stored. Five categories of  [*229] data, listed in order from most accessible to least accessible, are de-

scribed in the literature on electronic data storage: 

  

   1. Active, online data: "On-line storage is generally provided by magnetic disk. It is 

used in the very active stages of an electronic records [sic] life--when it is being created or 

received and processed, as well as when the access frequency is high and the required 

speed of access is very fast, i.e., milliseconds." Examples of online data include hard 

drives. 

2. Near-line data: "This typically consists of a robotic storage device (robotic li-

brary) that houses removable media, uses robotic arms to access the media, and uses mul-

tiple read/write devices to store and retrieve records. Access speeds can range from as low 

as milliseconds if the media is already in a read device, up to 10-30 seconds for optical 

disk technology, and between 20-120 seconds for sequentially searched media, such as 

magnetic tape." Examples include optional disk. 

3. Offline storage/archives: "This is removable optical disk or magnetic tape media, 

which can be labeled and stored in a shelf or rack. Off-line storage of electronic records is 

traditionally used for making disaster copies of records  [*230] and also for records con-

sidered 'archival' in that their likelihood of retrieval is minimal. Accessibility to off-line 

media involves manual intervention and is much slower than on-line or near-line storage. 
Access speed may be minutes, hours, or even days, depending on the access-effectiveness 

of the storage facility." The principled difference between nearline data and offline data is 

that offline data lacks "the coordinated control of an intelligent disk subsystem," and is, in 

the lingo, JBOD ("Just a Bunch Of Disks"). 

4. Backup tapes: "A device, like a tape recorder, that reads data from and writes it 

onto a tape. Tape drives have data capacities of anywhere from a few hundred kilobytes to 

several gigabytes. Their transfer speeds also vary considerably ... The disadvantage of 

tape drives is that they are sequential- access devices, which means that to read any par-

ticular block of data, you need to read all the preceding blocks." As a result, "[t]he data on 

a backup tape are not organized for retrieval of individual documents or files [because] ... 

the organization of the data mirrors the computer's structure, not the human records man-

agement structure." Backup tapes also typically employ  [*231] some sort of data com-
pression, permitting more data to be stored on each tape, but also making restoration more 

time-consuming and expensive, especially given the lack of uniform standard governing 

data compression. 

5. Erased, fragmented or damaged data: "When a file is first created and saved, it 

is laid down on the [storage media] in contiguous clusters ... As files are erased, their clus-

ters are made available again as free space. Eventually, some newly created files become 

larger than the remaining contiguous free space. These files are then broken up and ran-

domly placed throughout the disk." Such broken-up files are said to be "fragmented," and 

along with damaged and erased data can only be accessed after significant processing. 

 

  



 

 

  

Id. at 318-19 (emphasis added). 

Applying this technical viewpoint on the accessibility of ESI, the Zubulake Court deemed the first three types of 

ESI, presumptively accessible. 

  
   Of these, the first three categories are typically identified as accessible, and the latter two as in-

accessible. The difference between the two classes is easy to appreciate. Information deemed "ac-

cessible" is stored in a readily usable format. Although the time it takes to actually access  [*232] the 

data ranges from milliseconds to days, the data does not need to be restored or otherwise manipulated to 

be usable. "Inaccessible" data, on the other hand, is not readily usable. Backup tapes must be re-

stored using a process similar to that previously described, fragmented data must be de-

fragmented, and erased data must be reconstructed, all before the data is usable. That makes such 

data inaccessible. 

 

  

Id. at 319-20. 

One commentator cited the number of custodians to be searched as posing the risk of increasing production costs. 
Kenneth J. Withers, Electronically Stored Information: The December 2006 Amendments to the Federal Rules of Civil 

Procedure, 7 Sedona Conf. J. 1 (2006) (hereinafter "Withers"): 

  

   To the extent that the appropriate technology is readily available to render the electronically 

stored information intelligible, it is considered "accessible." However, much of the electronically 

stored information that may be subject to discovery is not easily rendered intelligible with the computers, 

operating systems, and application software available in every-day business and personal environments. 

This electronically stored information may be considered "not reasonably accessible"  [*233] due to the 

cost and burden associated with rendering it intelligible. 

* * * 

Electronically stored information, if kept in electronic form and not reduced to paper print-

outs, can be very inexpensive to search through and sort using simple, readily available technolo-

gies such as word or "string" searching. The cost of copying and transporting electronically stored 

information is virtually nil. The costs for the producing side, however, have increased dramati-

cally, in part as a function of volume, but more as a function of inaccessibility and the custodian-

ship confusion. Organizations without state-of-the art electronic information management program in 

place, which classify information and routinely cull outdated or duplicative data, face enormous (often 

self-inflicted) costs and burdens. 

* * * 

While we may informally refer to "accessible data," the emphasis is really on the data source-the 

media and formats in which the data is kept. This subtle distinction becomes more important when 

we consider the second tier of discovery of electronically stored information-data from sources that 

are "not reasonably accessible." We concentrate on the characteristics of the data source, as op-

posed to  [*234] the data, because the difficulties presented by a data source that it "not reasonably 

accessible" prevent us from knowing anything about the data itself. Most importantly, the medium 

or the format prevents us from knowing whether the data itself is relevant to the litigation. Costs 

must be incurred and burdens borne before that threshold determination of relevance can rea-

sonably be made. 

 

  

Id. at pp. 5, 9 and 21 (emphasis added). 

Special mention, however, is necessary for two types of discoverable ESI sought by the Plaintiffs, namely "deleted" 

data and "metadata". To the extent that any information of 50 key custodians work station has been deleted, the refer-

ence to "deleted" information from a computer system is a misnomer. 



 

  

   The term "deleted" is sticky in the context of electronic data. "'Deleting' a file does not actually erase 

that data from the computer's storage devices. Rather, it simply finds the data's entry in the disk directory 

and changes it to a 'not used' status--thus permitting the computer to write over the 'deleted' data. Until 

the computer writes over the 'deleted' data, however, it may be recovered by searching the disk itself 

rather than the disk's directory. Accordingly,  [*235] many files are recoverable long after they have been 
deleted--even if neither the computer user nor the computer itself is aware of their existence. Such data is 

referred to as 'residual data.'" Deleted data may also exist because it was backed up before it was deleted. 

Thus, it may reside on backup tapes or similar media. Unless otherwise noted, I will use the term "de-

leted" data to mean residual data, and will refer to backed-up data as "backup tapes." 

 

  

Zubulake, 217 F.R.D. at 313, n.19 (quoting Shira A. Scheindlin & Jeffrey Rabkin, Electronic Discovery in Federal Civil 

Litigation: Is Rule 34 Up to the Task?, 41 B.C. L. Rev. 327, 337 (2000) (footnotes omitted). 

Deleted information in a party's computer's backup tapes is as discoverable as electronic documents in current use. 

"[I]t is a well accepted proposition that deleted computer files, whether they be e-mails or otherwise, are discover-

able....[C]omputer records, including records that have been 'deleted,' are documents discoverable under Fed. R. Civ. P. 

34." Zubulake, 217 F.R.D. at 317 n.38 (quoting Antioch Co. v. Scrapbook Borders, Inc., 210 F.R.D. 645, 652 (D. Minn. 

2002) and Simon Property Group L.P. v. mvSimon, Inc., 194 F.R.D. 639, 640 (S.D. Ind. 2000).  [*236] See also Renda 

Marine, Inc. v. United States, 58 Fed. Cl. 57 (2003) (U.S. Army Corps of Engineers ordered to produce backup tapes at 

its own expense and to provide access to the contracting officer's computer hard drive) and Williams v. Armstrong, 2007 

U.S. Dist. LEXIS 35045, 2007 WL 1424552 *2 (W.D. Mich. May 14, 2007) ("Typically speaking, [email], even when 

deleted is maintained in a computer system as replicant data, archival data or residual data, which is subject to produc-

tion and discovery") (citations omitted). 

Thus, the Court concludes that any deleted data recoverable from the work stations of the 50 key custodians is 

technically accessible. The Court cannot find the same for the statewide email server for lack of proof. 

Another type of electronic data at issue in these discovery disputes that impacts the costs issue is "Metadata" that is 

a different type of ESI. 

  
   Metadata, commonly described as "data about data," is defined as "information describing the history, 

tracking, or management of an electronic document." Appendix F to The Sedona Guidelines: Best 

Practice Guidelines & Commentary for Managing Information & Records in the Electronic Age 

defines metadata as "information about a particular data set  [*237] which describes how, when 

and by whom it was collected, created, accessed, or modified and how it is formatted (including 

data demographics such as size, location, storage requirements and media information.)" Technical 

Appendix E to the Sedona Guidelines provides an extended description of metadata. It further defines 

metadata to include "all of the contextual, processing, and use information needed to identify and certify 

the scope, authenticity, and integrity of active or archival electronic information or records." Some ex-

amples of metadata for electronic documents include: a file's name, a file's location (e.g., directory 

structure or pathname), file format or file type, file size, file dates (e.g., creation date, date of last 

data modification, date of last data access, and date of last metadata modification), and file permis-

sions (e.g., who can read the data, who can write to it, who can run it). Some metadata, such as file 

dates and sizes, can easily be seen by users; other metadata can be hidden or embedded and un-

available to computer users who are not technically adept. 

 

  

Sprint/United Management Co., 230 F.R.D. at 646 (emphasis added and footnotes omitted). 

Sprint/United Management Co. [*238]  directed that if the metadata is viewable in the ordinary usage in the defen-

dant's business, and probative then the metadata should be produced absent an agreement of the parties or order of the 

court. 

  

   Certain metadata is critical in information management and for ensuring effective retrieval and ac-
countability in record-keeping. Metadata can assist in proving the authenticity of the content of elec-



 

tronic documents, as well as establish the context of the content. Metadata can also identify and 

exploit the structural relationships that exist between and within electronic documents, such as 

versions and drafts. Metadata allows organizations to track the many layers of rights and repro-

duction information that exist for records and their multiple versions. Metadata may also document 

other legal or security requirements that have been imposed on records; for example, privacy concerns, 

privileged communications or work product, or proprietary interests. 

* * * 

It is important to note that metadata varies with different applications. As a general rule of thumb, 

the more interactive the application, the more important the metadata is to understanding the applica-

tion's output. At one end of  [*239] the spectrum is a word processing application where the metadata is 

usually not critical to understanding the substance of the document. The information can be conveyed 

without the need for the metadata. At the other end of the spectrum is a database application where the 

database is a completely undifferentiated mass of tables of data. The metadata is the key to showing 

the relationships between the data; without such metadata, the tables of data would have little 

meaning. 

 

  

Id. at 647 (emphasis added and footnotes omitted). See also Bahar Shariati, Zubulake v. UBS Warburg: Evidence that 
the Federal Rules of Civil Procedure Provide the Means for Determining Cost Allocation in Electronic Discovery Dis-

putes," 49 VILL. L. REV. 393, 404 n.49 (2004) (hereinafter "Shariati") ("[F]ormatting codes and other information are 

means to manipulate electronic data . . . and metadata tells 'when the document was created, the identity of the user who 

have accessed the document, [and] whether the document was edited'.") 

To be sure, the 2006 amendment to Rule 34(a) no longer requires production of ESI in its native format that would 

include metadata. The Defendants note an emerging judicial trend that  [*240] metadata should not be produced, absent 

some showing of necessity. "[E]merging standards of electronic discovery appear to articulate a general presumption 

against the production of metadata" and "[i]t is likely to remain the exceptional situation in which metadata must be 

produced." Sprint/United Management Co., 230 F.R.D. at 652. Accord Wyeth v. Impax Labs., Inc., 248 F.R.D. 169, 

2006 U.S. Dist. LEXIS 79761, at *4 (D. Del. 2006) ("Emerging standards of electronic discovery appear to articulate a 

general presumption against the production of metadata. The Default Standard for Discovery of Electronic Documents 
utilized in this District follows this general presumption."); Kentucky Speedway, LLC v. NASCAR, Inc., No. 05-138-

WOB, 2006 U.S. Dist. LEXIS 92028, at *22-23 (E.D. Ky. Dec. 18, 2006) ("Emerging standards of electronic discovery 

appear to articulate a general presumption against the production of metadata. . . [T]his court is convinced - at least on 

the facts of this case - that the production of metadata is not warranted. The issue of whether metadata is relevant or 

should be produced . . . . ordinarily should be addressed by the parties in a Rule 26(f) conference.").  [*241] 38 By Ad-

ministrative Order, this Court joined the Default Standard under which the need for metadata must be shown. 

 

38   The Defendants' counsel too often attempt to ignore the history of this case and seek to recast this action and 

its discovery dispute as if this were a recently filed action. With the filing of a Consent Order contemporaneous 

with the filing of a complaint, a Rule 26(f) conference was not required. 

A noted treatise on federal practice explained the value of "metadata" in the context of litigation: 

  
   A printout or hard copy version of a computer-generated document does not contain all the embedded 

metadata. Similarly, the metadata, other than a file name, is not shown on the document when viewed on 

the monitor screen, but it can be easily retrieved. Different software applications may generate different 

types of metadata. In some cases, metadata can include significant information essential to a full under-

standing of the document. For example, metadata or system data in computer-generated information can 

reveal the evolution of a document. A record of earlier drafts, dates of subsequent revisions or deletion, 

and the identity of persons revising a document are routinely captured  [*242] in software applications. 

System data may also identify anyone downloading, printing, or copying a specific document. Metadata 

may also assist in evaluating the authenticity of a document. For example, the relationship and arrange-

ment of a particular file with other electronic files in a directory listing may offer helpful information re-

garding its authenticity. This data can be particularly useful when earlier drafts differ or the authenticity 
of an original document is disputed. 



 

A document produced electronically may be more useful than a hard copy of the data or document in 

certain cases because it may contain metadata that is not revealed in a printout but that can be essential to 

a full understanding of the document. For example, a printout of an email message may include only a 

generic reference to a distribution list that fails to refer to the individuals who received the message. 

Metadata that identifies the author, creation date, and dates when the document was modified remain 

on a computer's hard drive and can be retrieved when the information is stored on a CD-ROM, floppy 
diskette, or other media. 

 

  

7 Moore's ß 37a.03[1] (footnotes omitted). 

Although the Defendants contend that  [*243] metadata cannot be "Bates stamped" and is subject to alteration as a 

live document, Tigh described the "Hash" coding that can be attached to metadata to ensure its integrity. The Honorable 

Shira Scheindlin, the author of the Zubulake opinions, likewise observed that: 

  

   "Native format, on the other hand, may create authenticity problems, as careless handling (or inten-

tional alteration) can affect the integrity of the data. Unless protective measures are taken, the data may 

change each time the information is viewed or sorted. Thus, it is difficult to be sure that the information 

is maintained as it is produced and it is difficult to identify, or "Bates stamp" the original production, al-
though technologies now exist to solve this problem." 

 

  

Shira A. Scheindlin, U.S. District Judge Southern District of New York, "E-Discovery: The Newly Amended Federal 

Rules of Civil Procedure," Moore's Federal Practice (2006) (emphasis added). 

The significance of metadata in litigation is evidenced in Williams, an employment class action suit involving lay-

offs, where the defendant produced spreadsheets showing reduction-in-force calculations in a static image format that 

had been "scrubbed" to eliminate metadata  [*244] that included the mathematical formulae behind the spreadsheets. 

Referring to the "Sedona Principles" as well as then proposed Rule 34(b), the district court determined that the defen-

dant should have produced the spreadsheets "as they are maintained in the regular course of business," that is, in native 

format. 230 F.R.D. at 654. The court also stated that other measures should have been taken to preserve the metadata 
within the electronic files because such information, such as calculations and text would be relevant and material to the 

claims in the action. Id. at 652-53. Accord In re Verisign, Inc. Securities Litigation, No. C 02-02270, 2004 U.S. Dist. 

LEXIS 22467, 2004 WL 2445243 (N.D. Cal. March 10, 2004). Metadata in this action will assist in understanding the 

tracking data required by the Consent Decree and what Judge Nixon found to be unreliable statistics. Metadata may 

disclose any attachments to email and assist in tying related documents with their respective custodians. Metadata 

would be necessary to understand the multiple policies and reports prepared and published by the Defendants. ESI is 

also necessary in light of the inconsistencies and gaps in Defendants' 2006 paper production and the Defendants'  [*245] 

failure to preserve relevant data, as discussed above. The Metadata will facilitate understanding changes and alterations 

of documents, particularly reports filed with the Court. Here, the Court credits Tigh's testimony that metadata is impor-

tant to understand the path of a document. Metadata is especially important to understand what remedial measures the 

Defendants took after this Court's repeated findings of the Defendants' non-compliance with the Consent Decree. 

The amended version of Fed. R. Civ. P. 34(b)(iii) reflects that a party can produce ESI in one format, "unless the 
Court orders otherwise." The Court concludes that the metadata here is technically accessible and that Plaintiffs have 

satisfactorily shown that metadata is relevant and necessary for meaningful ESI production. Thus, pursuant to Rule 

34(b)(iii), the Court concludes that the Defendants' and the MCCs's ESI production must include metadata. 

(ii) The Defendants' and MCCs Databases 

The proof here establishes that the Defendants have two servers: a document server and an email server. In addi-

tion, the Defendants agreed to establish a storage facility for the ESI on the computers of the Defendants' 50 key custo-

dians.  [*246] These work stations have separate folders for which there is no backup, but whatever relevant ESI re-

mains, has been collected. Thus, from a technical viewpoint, the information under the November, 2006 Orders remains 

accessible. All information on these media storage devices that are not found to be privileged is discoverable and all 

transactional data is discoverable. 



 

Subject to privileged information, all other ESI data bases are discoverable, but several of the MCCs' systems do 

not possess the same capabilities as the Defendants' systems. With the Court's modifications of the ESI production for 

those MCCs that have not resolved the ESI search conditions, the cited differences in those MCCs' systems will not 

affect those MCCs' ESI searches. 

(iii) The Costs of Production 

The issue remains of whether the ESI production sought of the Defendants and MCCs imposes an undue burden 
upon them. In their Opposition Brief, Defendants describe this "undue burden" in terms of "multiple millions of pages" 

and hundreds of gigabytes of information as well as exorbitant amounts of attorney time for privilege reviews. (Docket 

Entry No. 907, Defendants' Response at pp. 22, 24). 

The Defendants' costs of  [*247] production can be substantial depending upon the scope of the search and the 

number of custodians included in the search: 

  

   [e]lectronically stored information, if kept in electronic form and not reduced to paper printouts, can be 

very inexpensive to search through and sort using simple, readily available technologies such as word or 

"string" searching. The cost of copying and transporting electronically stored information is virtu-

ally nil. The costs for the producing side, however, have increased dramatically, in part as a func-

tion of volume, but more as a function of inaccessibility and the custodianship confusion. 

 
  

Withers at p. 9 (emphasis added). 

For the custodian factor in the undue burden analysis, the Court concludes that the 50 agreed custodians for the De-

fendants and the Plaintiffs' acceptance of the MCCs' designated custodians are reasonable and will not create an undue 

burden for the Defendants or the MCCs. 

As to the search terms, the Defendants agreed to accept the Plaintiffs' 50 search terms. The ESI that Plaintiffs re-

quest is targeted by these 50 select key words that should eliminate a substantial amount of documents. Here, the De-

fendants' and MCCs' proof establishes that  [*248] the ESI sought by the Plaintiffs is on active and stored data, except 

for the ESI that was destroyed as part of the Defendants' and MCCs' routine business practices. To the extent this data is 

on an active system, Zubulake 39 supports the Court's earlier Order requiring the production at the Defendants' expense, 

but given the 2006 amendments, the Court must consider whether the Defendants can show an undue burden. For the 
reasons stated below, the Court deems the Defendants' proof does not establish an undue burden their proof submitted 

prior to the earlier Order was conclusory and insufficient. See Docket Entry No. 720, Exhibits A and B thereto. 

 

39   Prior to the 2006 amendments, the district court in Zubulake set forth a tri-part test to resolve these discov-

ery issues. The first two factors are as follows: 

  

   First, it is necessary to thoroughly understand the responding party's computer system, both 

with respect to active and stored data. For data that is kept in an accessible format, the usual rules 

of discovery apply: the responding party should pay the costs of producing responsive data. A 

court should consider cost-shifting only when electronic data is relatively inaccessible, such  

[*249] as in backup tapes. 

Second, because the cost-shifting analysis is so fact-intensive, it is necessary to determine 
what data may be found on the inaccessible media. Requiring the responding party to restore 

and produce responsive documents from a small sample of the requested backup tapes is a 

sensible approach in most cases. 

 

  

Id. at 324. (emphasis added). Zubulake I factors are similar to Rule 26(b)(2)(C)(iii)'s provisions on whether ESI 

discovery imposes an "undue burden or expense on the responding party." 217 F.R.D. at 318. 

As to the Defendants' proof of an undue burden, the Defendants' computer search based upon Plaintiffs' 50 word 

search with 50 key custodians reflects a total of 493 gigabytes of information which equals approximately 15 million 

pages with a maximum cost of $ 10 million. (Docket Entry No. 907 at pp. 2, 9). Assuming the estimates are reliable, for 

a class size of more than 550,000 children, the unit cost for this ESI discovery is approximately 25 pages per class 



 

member at a cost of $ 16.66 per Plaintiff class member. If Plaintiffs were individuals with unproven claims, then the 

expenditure of millions of dollars for electronic discovery, after balancing equities, might  [*250] be unjustified. Yet, 

with repeated judicial findings of the Defendants' violations of children's rights, this cost of ESI discovery is not an un-

due burden for the Defendants. Moreover, as to whether this expense for ESI discovery outweighs its benefits, Congress 

has authorized in excess of $ 7 billion dollars to the Defendants to provide the medical services at issue in this action. 

Of the Defendant's two systems, the Defendants and most of the MCCs reached an agreement on the ESI production of 
transaction data, the Defendant concerns about privilege is for ESI on the State's email server and the individual com-

puters of key custodians. The significant costs identified by the Defendants is for privilege review. 

As to the costs of privilege review, "the most significant contributor to the cost of privilege screening, however, is 

fear." Withers at p. 11. As Tigh noted, a word search can be employed using the names of counsel and other search 

terms, such as "privileged" and "confidential" to identify clearly of course, privileged information before any production 

defense counsel's computer can identify clearly privileged information. Courts recognize that scanning of vast amounts 

of ESI  [*251] utilizing key words to identify privileged information can significantly reduce the costs of a privilege 

review. Zubulake I, 217 F.R.D. at 318 ("key words can be run for privilege checks"). "'By comparison [to the time it 

would take to search through 100,000 pages of paper], the average office computer could search all of the documents 

for specific words or combination[s] of words in minute[s], perhaps less.'" Id. at n. 50 (quoting Scheindlin & Rabkin, 

Electronic Discovery in Federal Civil Litigation: Is Rule 34 Up to the Task? 41 B.C. L.REV. 327, 364 (2000) and citing 

Public Citizen v. Carlin, 184 F.3d 900, 908-10, 337 U.S. App. D.C. 320 (D.C. Cir. 1999)). 

The Court finds that the Defendants have unduly exaggerated the costs for their ESI collection and any privilege 

reviews of this ESI. As stated earlier, courts have recognized computers' capabilities to perform select word searches 

from massive ESI material on privilege in a matter of seconds. The Court agrees with Tigh that selective word searches 

of ESI are viable options to reduce privilege review costs significantly for the Defendants and the MCCs. The Court 

also deems the defense counsel's internal data system and the availability of selective word  [*252] searches to eliminate 

any excessive costs or undue burden arising from any privilege search of the ESI that the Court ordered to be produced. 

For those MCCs that did not reach an agreement with the Plaintiffs, as stated in Rule 34(a), a threshold measure, 

before consideration of any undue burden is a sampling of the databases, particularly backup tapes to determine the 

likely yield of the information sought, as to avoid the costs of an extended search. Prior to the 2006 amendments, courts 

engaged in this analysis. As Zubulake I observed, "by requiring a sample restoration of backup tapes, the entire cost-

shifting analysis can be grounded in fact rather than guesswork." 217 F.R.D. at 324, accord Bills v. Kennecott Corp., 

108 F.R.D. 459, 461 (D. Utah 1985) ("[S]ome courts have required the responding parties to develop programs to ex-

tract the requested information and to assist the requesting party in reading and interpreting information stored on com-

puter tape.") and McPeek v. Ashcroft, 202 F.R.D. 31, 34 (D.D.C. 2001) ("The more likely it is that the backup tape con-

tains information that is relevant to a claim or defense, the fairer it is that the [responding party] search at its own  

[*253] expense the less likely it is, the more unjust it would be to make the [responding party] search at its own ex-

pense. The difference is 'at the margin...'"). See also Zubulake I, 217 F.R.D. at 323 (the "test run" established in McPeek 

is the best solution for preventing courts from basing cost-shifting analysis on assumptions). 

With the lack of a preservation or litigation hold, the Court questions the viability of sampling for the Defendants' 

and the MCCs' data bases. The Defendants' actual ESI search based upon Plaintiffs' 50 word search with 50 key custo-

dians reflects a total of 493 gigabytes of information which equals approximately 15 million pages (Docket Entry No. 

907 at p. 9) with an estimated maximum cost of $ 10 million. Id. at 2. With Defendants' estimates, the unit cost for this 

ESI discovery is approximately 25 pages per class member at a cost of $ 16.66 per class member for this class. This cost 
is not an undue burden. As to the MCCs', with the Court's modification of the MCCs' ESI search, Plaintiffs' expert and 

Unison's expert agreed that this modified ESI search would not be unduly burdensome nor costly. 

 

6. Good Cause and The Rule 26(b)(2)(C) Factors  

Even if the Court agreed  [*254] with the Defendants that this ESI discovery presents an undue burden, Rule 

26(b)(2) also states that if the party seeking discovery can show "good cause," then the ESI production can be ordered. 

Fed. R. Civ. P. 26(b)(2)(C)(i)(ii) and (iii). Amended Rule 26(b)(2)(C)(i) requires consideration first of whether the ESI 

is duplicative or available elsewhere as less burdensome and less expensive. 

The Defendants contend that their 2004 paper production provides the identical or the same data as the ESI produc-

tion for that period and therefore, Plaintiffs' ESI discovery is duplicative. The Court disagrees. Since 1972, courts have 

held that a paper production does not preclude an ESI production of the same material. Adams v. Dan River Mills, Inc., 



 

54 F.R.D. 220 (W.D. Va. 1972). See also; National Union Electric Corp. v. Matsushita Electric Industrial Co., Ltd., 494 

F.Supp. 1257 (E.D. Pa. 1980). In In re Honeywell International Inc. Securities Litigation, 230 F.R.D. 293, 297 

(S.D.N.Y. 2003), despite the defendant's prior paper production, the district court ordered ESI production that would cost 

$ 30,000. The court reasoned the prior paper production was "insufficient because they were not produced  [*255] as 

kept in the usual course of business." Id. In In re Verisign the court ordered the defendant to convert existing TIFF im-

ages that had to be searchable in electronic format and ordered the production of metadata. 2004 U.S. Dist. LEXIS 

22467, 2004 WL 2445243 at *3. 

The reasons for this difference between paper production and ESI production may be explained in Sprint/United 

Management Co., 230 F.R.D. at 646. To be sure, some courts differ on this issue. Compare Williams v. Owens-Illinois, 

665 F.2d 918 (9th Cir. 1982) (denying such a request) and Anti-Monopoly, Inc.v. Hasbro. Inc., 1995 U.S. Dist. LEXIS 

16355, 1995 WL 649934 at *2 (S.D.N.Y. Nov. 3, 1995) (ordering production of hard-copy and computerized data). 

Commentators recognize that "paper copies of e-mail differ from electronic copies of e-mail." Shariati at 405, n.49. 

Given the technical and substantial differences in ESI and paper production, the Court adopts the Hasbro ruling: 

"the rule is clear: production of information in "hard copy" documentary form does not preclude a party from receiving 

that same information in computerized/electronic form." 1995 U.S. Dist. LEXIS 16355, [WL] at *2. The inconsistency 

and gaps in the Defendants' 2006 paper production for this time period, discussed supra, further demonstrate  [*256] 

that the ESI sought and ordered by the Court is neither duplicative nor otherwise obtainable by other means. As dis-

cussed earlier on metadata, paper production does not provide the same information as does ESI. The ESI here contains 
metadata that is invaluable to Plaintiffs' understanding of the Defendants' data and reports. Some emails originally con-

tained attachments, but those attachments generally are not included in reply messages in the paper version of reply 

messages. 

Further, a paper document may not disclose hidden data that an ESI production may disclose. "Selected passages, 

which are not visible when the document is printed, can be marked as hidden text under options in various software 

programs." 7 Moore's ß 37a.03[1] citing Robins, "Computers and the Discovery of Evidence - A New Dimension to 

Civil Procedure", 17 J. MARSHALL J. COMPUTER & INFO. L. 411, 414-415 (1999). 

Another commentator noted the historical importance of electronic data. "[E]lectronic data, especially e-mail, often 

contains damaging evidence cause of its informal nature. Commentators state that e-mail has proven to contain the 

'smoking gun' in many cases. One commentator asserts that e-mail is the source  [*257] of such honest and important 

information because it is quick medium for dialogue that appears secure from eavesdroppers, due to the lack of personal 
interaction and minimal likelihood of being reduced to paper form." Shariati at 406. These collective authorities and the 

serious deficiencies found in the Defendants' 2004 production render meritless the Defendants' contention that ESI pro-

duction for the same period is duplicative. 

The Defendants' related argument is that the prior discovery in this action and related actions establishes that paper 

production was the agreed method of discovery production. The Defendants elicited proof on this issue at the June 2007 

hearing. See also Docket Entry No. 997, Defendants' Supplemental Memorandum atp. 36, citing United States v. Jen-

kins, No. 99-4451, 2000 U.S. App. LEXIS 4472, at *2 (4th Cir. May 22, 2000) (noting that "prior dealings between the 

parties" in discovery may control the parties' discovery obligations); Sty-Life Co. v. Eminent Sportswear Inc., No. 

01.Civ.3320 (CBM), 2002 U.S. Dist. LEXIS 119, at *13 (S.D.N.Y. Jan. 4, 2002) Harris Corp. v. Amperex Elec. Corp., 

No. 86 C 6338, 1987 U.S. Dist. LEXIS 14055, at *2-3 (D.Ill. Feb. 24, 1987).  [*258] See also Docket Entry No. 734, 

Transcript at pp. 32-33. 

The Court disagrees for several reasons. First, the Consent Decree expressly provides that the Defendants would 
create and provide Plaintiffs extensive data in an electronic format: 

  

   91. Upon request, the evaluators shall be afforded access to such records (including electronic 

data files) or persons as necessary to fulfill the responsibilities imposed by this order. Each party 

shall have access to information and materials obtained by the evaluators; however, except for in-

formation which originated with the parties' counsel, the evaluators may withhold the source of any in-

formation they have received. The evaluators may communicate ex parte with the parties, their agents or 

counsel; upon request, the evaluators shall disclose to the opposing party the general substance of such 

communications. The evaluators shall otherwise treat all records as confidential. 

* * * 



 

97. The state shall compile, in a standardized electronic format capable of supporting flexible, 

customized analysis and reporting, data on all pertinent provider encounters which involve chil-

dren, and which are covered by the TennCare program. 

98. The state shall conduct  [*259] ongoing audits for the purpose of authenticating such en-

counter data. In order to ensue the integrity of the audit reports, such audits shall be conducted by quali-

fied personnel and shall meet generally accepted standards regarding sample size and selection. 
 

  

(Docket Entry No. 12, Consent Decree at PP 91, 97 and 98) (emphasis added). 

Second, in an earlier discovery dispute in this action, the Defendants filed a motion for a protective order on April 

13, 2001, inter alia, on Plaintiffs' document request No. 34 for "encounter data for class members in electronic media, in 

ASCII format, for the calendar years 1993-2000". (Docket Entry No. 92, Defendants' Memorandum at p. 9). With a 

modification of subject matter, the Magistrate Judge denied the Defendants' motion and ordered production on docu-

ment request no. 34. (Docket Entry No. 103, Order at pp.7-8). Since at least the February 28, 2006 conference, the 

Court has entertained ESI issues. (Docket Entry No. 616, Transcript at pp. 82-100). The Plaintiffs' definitions for their 

2006 discovery requests clearly reflect that Plaintiffs sought ESI. See the quotation supra at pp. 33-347. 

Third, ESI issues did arise in Rosen where testimony was taken  [*260] on the State's computer system's capabili-

ties to provide notice and reverification data. Rosen v. Goetz, No.3:98cv0627, Docket Entry No. 277, November 9, 
2001 Transcript at pp. 72-84; Docket Entry No. 279, November 14, 2001 Transcript at pp. 8, 17-20; Docket Entry No. 

286, November 13, 2001 Transcript at pp. 12, 16-17). 

Fourth, the Court is uncertain about the substantive issues in the Grier and Newberry actions, but Rosen was a pro-

cedural due process case. This action involves complex substantive issues of detailed medical treatment of children. 

Given the size of the class at the time of the Consent Decree (550,000) and with the extensive terms of the Consent De-

cree, the Court concludes that it is unreasonable to assume that only paper discovery would be provided. To do so 

would overwhelm counsel and the Court. By its nature, ESI enables parties to manage and evaluate efficiently massive 

and detailed information on the complex issues in this action. Such purposes are the essential value of ESI. In these cir-

cumstances, the legal authorities and limited testimony cited by the Defendants, do not justify limiting discovery to a 

paper production. 

As Tigh explained, a party cannot search  [*261] a paper production, and to manage the massive amounts of infor-
mation in this action requires an ESI production. In this action, information must be in a computer format for any effec-

tive understanding and searching of discovery material. The Court is gravely concerned that the Defendants' insistence 

on paper discovery is to obscure the ascertainment of material information on their compliance with the Consent De-

cree. 

As to Rule 26(b)(2)(C)(ii), the Plaintiffs made their ESI discovery requests because it was not until February 2006 

that the Defendants' counsel insisted that the Defendants were in compliance with the Consent Decree. As discussed 

earlier, Plaintiffs sought and were awarded ESI, but only for the earlier time period. (Docket Entry No. 103). 

Amended Rule 26(b)(2)(C)(iii) requires the Court to consider whether the burden or expense of the proposed dis-

covery outweighs its likely benefit, taking into account the needs of the case, the amount in controversy, the parties' 

resources, the importance of the issues at stake in the litigation, and the importance of the proposed discovery in resolv-

ing the issues. 40 

 
40   The comparable Zubulake I factors are: 

  

   1. the likelihood of discovering  [*262] critical information; 

2. the availability of such information from other sources; 

3. the amount in controversy as compared to the total cost of production; 

4. the parties' resources as compared to the total cost of production; 

5. the relative ability of each party to control costs and its incentive to do so; 

6. the importance of the issues at stake in the litigation; and 



 

7. the relative benefits to the parties of obtaining the information. 

 

  

217 F.R.D. at 322. Under Zubulake each factor is not considered equally and "cannot be mechanically applied." 

Id. at 323. Yet, "[t]he first two factors-- comprising the marginal utility test-- are the most important." Id. 

As to the likely benefits of the ESI production, if Plaintiffs were individuals with unproven claims, then the expen-
diture of the Defendants' estimated millions of dollars for electronic discovery, after the balancing equities, might be 

unjustified. Yet, with repeated judicial findings of the Defendants' violations of children's rights to medical care under 

federal law, any cost of ESI discovery is far outweighed by the benefits of the improved health of the children in this 

state. On this weighing factor, the Congress appropriated in excess  [*263] of $ 7 billion dollars to the Defendants to 

provide these medical services to the children in this action. The proper and effective use of this amount of federal funds 

is yet another indicator of the likely benefits in this action 

The "needs of the case" factor weighs heavily in Plaintiffs' favor. The Defendants and the MCCs possess virtually 

all of the critical information on whether the Plaintiffs' class members are receiving medical services required by federal 

law and the Consent Decree. The magnitude of the issues here is reflected in the more than 550,000 members in the 

Plaintiffs' class. Without this discovery from the Defendants and MCCs, the Court cannot assess whether the Defen-

dants are in compliance with Consent Decree and have taken all reasonable measures to address the Court's prior find-

ings on the deficiencies in the Defendants' system for meeting the requirements of the Consent Decree and federal law. 

As to the amount in controversy, since the entry of the Consent Decree, more than $ 7 billion of federal funds have 

been distributed to the Defendants and the MCCs to provide the medical services to the Plaintiffs' class. The Consent 

Decree provides injunctive relief until  [*264] the Defendants meet the stated percentages of screenings. The fact that 

the Defendants have never been found to meet those standards in over nine years, leads the Court to conclude that in all 

likelihood, additional time for compliance is necessary so that the actual amount in controversy could be additional bil-

lions of dollars. 

As to the parties' resources, the class consists of 550,000 children whose economic resources are non-existent. For 

the Defendants to argue that Plaintiffs should pay the costs of production is outrageous. Plaintiffs' lead counsel are in a 

not-for-profit organization that has limited financial resources and relies significantly on the pro bono services of large 

law firms and pro bono experts to protect the interests and rights of this large class of children. The Defendants are pub-

lic officials who have received well in excess of a half of a billion dollars in federal funds for the administration of the 
EPSDT program alone, and additional undisclosed amount of federal funds for the administration of the TennCare pro-

gram. Hopefully from state funds, the Defendants have retained two private law firms and computer experts. Defendants 

also have the services of the  [*265] staffs of the State Attorney General's office, the TennCare program, the Depart-

ment of Finance and Administration, the Department of Children's Services and the Department of Mental Health. The 

resources of the parties are grossly disproportionate in the Defendants' favor. 

As to the "importance of the issues at stake," 41 the Consent Decree provides injunctive relief to enforce a Congres-

sional mandate finding that the public interest requires children to have early screenings for their medical needs and to 

provide any medically necessary care, as revealed by those screenings. For these purposes, Congress appropriated and 

the Secretary distributed more than $ 7 billion in federal funds to the Defendants to benefit the Plaintiffs' class of chil-

dren who are located throughout the State. The health of any child, particularly a child in economic and medical need, is 

immensely important. In addition, the Consent Decree awarded injunctive relief to enforce Congress' mandate, but on 

two prior occasions, this Court has found that the Defendants have not honored the Court's Orders. Judge Nixon also 
found that the Defendants have failed to comply with the Court's Order to submit an Initial Action  [*266] Plan ("IAP") 

to cure the deficiencies cited by the Court. Judge Nixon stated: 

  

   As recently as August 2004, the Special Master concluded in his status report to the Court that no fea-

sible plan yet exists to achieve compliance for an indispensable section of the Consent Decree. The Spe-

cial Master reported that the State has failed to honor its renewed commitment to produce an IAP 

satisfactory to the Special Master, last made in September 2004, and still refuses to engage its key 

officials in planning efforts to achieve compliance, verification of the quality of its data, and 

evaluation of the successes or failures in attaining compliance. 

The Special Master also reports that the State is incapable of reporting progress to the Court because 

it lacks a valid and reliable system of measuring progress in such key areas as provider network ade-



 

quacy, case management, outreach, the effective use of information systems, and system level coordina-

tion, to name a few. 

 

  

(Docket Entry No. 465, Memorandum at p. 5) (emphasis added). 

 
41   Zubulake suggested an exception to the proportionality test for institutional litigation on public policy is-

sues. 

  

   Last, "the importance of the issues at stake in the litigation"  [*267] is a critical consideration, 

even if it is one that will rarely be invoked. For example, if a case has the potential for broad 

public impact, then public policy weighs heavily in favor of permitting extensive discovery. 

Cases of this ilk might include toxic tort class actions, environmental actions, so-called "impact" 

or social reform litigation, cases involving criminal conduct, or cases implicating important legal 

or constitutional questions. 

 

  

Zubulake I, 217 F.R.D. at 321 (emphasis added). 

The combination of the Defendants' violations of this Congressional mandate for children's medical care, the medi-

cal needs of the children, the Defendants' receipt of $ 7 billion dollars of federal funds to meet this mandate and the De-

fendants' violations of this Court's Orders to enforce that mandate, presents issues of utmost importance. 

As to the importance of the ESI discovery in resolving these important issues, the Plaintiffs' discovery requests seek 

information to assess the Defendants' insistence that they are in compliance with the Consent Decree. As the officials 

charged with operating and managing this program, the Defendants and the MCCs are the only sources for this informa-

tion. To assert  [*268] that they are in compliance and then refuse to permit full discovery to test that assertion is unfair. 

With the structural deficiencies in the Defendants' management and statistical systems found by Judge Nixon and the 

absence of a coherent remedial plan or even the Initial Action Plan that Judge Nixon ordered to be filed, the Plaintiffs 

present a compelling need for this ESI discovery. The importance of the issues at stake are the health and welfare of 

needy children who thus far, have not been receiving the medical services that federal law requires and that federal 
funds have been appropriated to provide. The expenditure of these federal funds without delivery of the requisite serv-

ices to a significant percentage of class members present a serious issue. Neither the members of the class, children nor 

Plaintiffs' counsel possess anywhere near the resources of the Defendants. At stake are billions of federal funds that are 

not being expended to comply with federal law. 

Thus, the Court concludes that to provide the ESI required by the Court's directives and Orders is not an undue bur-

den 42 and to the extent any burden exists, the Plaintiffs have amply demonstrated good cause to order  [*269] this ESI 

production. 

 

42   The Zubulake remaining factors also support this conclusion that is wholly in accord with the Court's earlier 

rulings. The third Zubulake factor, the "total cost of production, compared to the amount in controversy," disfa-

vors cost-shifting. 216 F.R.D. 280, 287-88 (S.D.N.Y.2003). Under Zubulake "a responding party should not be 

required to pay for the restoration of inaccessible data if the cost of that restoration is significantly dispropor-
tionate to the value of the case." Id. at 288. Here, the amount in controversy is literally billions of federal funds 

that the Defendants agreed to administer for Tennessee's children's health care through the TennCare program. 

These funds dwarf the State's estimated $ 10 million cost of their ESI production. (Docket Entry No. 907 at p. 

6). The "total cost of production, compared to the resources available to each party," the fourth Zubulake factor, 

counsels against cost-shifting. 216 F.R.D. at 284. Here, the Defendant's resources are extensive and Plaintiffs' 

resources are minuscule. Therefore this factor, weighs against cost-shifting. 

The fifth Zubulake factor concerns the "relative ability of each party to control costs and  [*270] its incen-

tive to do so." Id. In Zubulake, the court found that this factor was neutral because the requesting party "already 

made a targeted discovery request" and the producing party had already selected the vendor to restore its backup 

tapes, so neither party could do anything more to reduce costs. Similarly, Plaintiffs here narrowed their search 

request to 50 terms that will produce relevant electronic responsive documents, so there is nothing else Plaintiffs 
can do to reduce the cost of production. The Defendants overly exaggerated their cost estimates with failure to 



 

utilize key word searches and filters to reduce the cost of reviewing for privilege. This factor has neutral effect 

in this case. 

The sixth Zubulake factor, "importance of the issues at stake in the litigation." Id. at 289. The issue here in-

volves mismanagement of billions of federal dollars intended for the health and welfare of over half a million of 

Tennessee's most vulnerable and needy children. This issue is of paramount importance. 

 
7. Privilege Issues  

The Defendants and MCCs assert several privileges as barring Plaintiffs' ESI discovery. To assert privileges in re-

sponse to a discovery request, Fed. R. Civ. P. 26(b)(5)(A)  [*271] requires a privilege log: 

  

   When a party withholds information otherwise discoverable under these rules by claiming that it is 

privileged or subject to protection as trial-preparation material, the party shall make the claim expressly 

and shall describe the nature of the documents, communications, or things not produced or disclosed in a 

manner that, without revealing information itself privileged or protected, will enable other parties to as-

sess the applicability of the privilege or protection. 

The 1993 Advisory Committee Notes are informative on a party's failure to submit a privilege log 

with all privilege assertions: 

A party must notify other parties if it is withholding materials otherwise subject to disclosure under 
the rule or pursuant to a discovery request because it is asserting a claim of privilege or work product 

protection. To withhold materials without such notice is contrary to the rule, subjects the party to 

sanctions under Rule 37(b)(2), and may be viewed as a waiver of the privilege or protection. 

 

  

(emphasis added). 

Courts have held that a party's failure to assert a privilege on a privilege log constitutes a waiver of that privilege. 

Bowling v. Scott County, Tenn., 70 Fed. R. Evid. Serv. 959, 2006 WL 2336333 at *3 (E.D. Tenn. Aug. 10, 2006);  [*272] 

Carfagno v. Jackson National Life Ins. Co., 2001 U.S. Dist. LEXIS 1768, 2001 WL 34059032 at *2 (W.D. Mich. Feb. 

13, 2001); Butler Mfg. Co. v. Americold Comp., 148 F.R.D. 275, 277 (D.Kan. 1993); Hampton v. City of San Diego, 147 

F.R.D. 227, 228-29 (S.D. Cal. 1993); Gottlieb v. Wiles, 143 F.R.D. 241, 246 n.9 (D. Colo.1992); Carey-Canada, Inc. v. 

California Union Ins. Co., 118 F.R.D. 242, 249 (D.D.C.1986). 

In their privilege log, the Defendants asserted only the work product and attorney client privileges. (Docket Entry 

No. 707-2). Although not asserted, the deliberative privilege was recognized by Judge Nixon in an earlier ruling, 

(Docket Entry No. 401), but in the Defendants' response to Plaintiffs' first motion to compel, the Defendants unequivo-

cally stated that they "waived" their deliberative process privilege in their objections to discovery in Rosen, a related 

action. (Docket Entry No. 720, Defendants' Memorandum at p. 3) 

Under paragraph 105 of the Consent Decree, the Defendants waived any state law privilege because Plaintiffs were 

granted access to the Defendants' data "subject to any applicable federal law." (Docket Entry No. 12 at P 105). In their 

response to the Plaintiffs' first motion to compel, the  [*273] Defendants cited only Tenn. Code Ann. ßß 68-142-101, 68-

142-105(3) and 68-142-108(a) involving child fatality review and did not argue for privilege based upon any state law. 

(Docket Entry No. 720, Defendants' Memorandum at pp. 6). In their response to Plaintiffs' renewed motion to compel, 

the Defendants now cite Tenn. Code Ann. ßß 63-6-219(b)(1), 37-5-107(b), (d) and 37-1-409(a)(2) as well as 42 U.S.C. ß 

5106a (b)(2)(A). (Docket Entry No. 920 at pp. 27-38). 

The Court concludes first that all privileges, other than attorney client and work product privileges, have been 

waived for defense counsel's failure to assert them in the Defendants' privilege log. Yet, in the interests of judicial econ-

omy, the Court addresses the merits of the waived privileges in the event of an appeal. 

Before addressing the substantive issues of privilege, the Court first addresses a procedural issue on privilege. The 

Defendants now argue that any clawback agreement on ESI discovery to avoid a waiver of privilege is available only 

upon a voluntary agreement of the parties. (Docket Entry No. 907, Defendants' Response at pp. 11-13). "[A] mandatory 

clawback cannot be justified." Id. at p.13. Thus, Defendants argue  [*274] that without their consent, a clawback provi-

sion is unavailable to the Court thereby reinforcing the need for the time consuming privilege review, as described by 

the Defendants. Id. 



 

As to the clawback option for any privileged material in the Defendants' ESI production, the Court notes the fol-

lowing colloquy with Nicole Moss, defense counsel at the November 6, 2006 hearing: 

  

   THE COURT: And if we've got a claw back provision, as I understood the plaintiffs agreed to, then, if 

something sort of slips through, then you have the right to come back and claim it as privileged. I mean, 

that's what I understood you wanted, isn't it? 

MS. MOSS: We do, Your Honor. Certainly that would be part of the provision. 

 

  

(Docket Entry No. 734, Transcript at p. 80). The Court then entered an Order granting the ESI discovery with a claw-

back provision for any post-production assertion of privilege. (Docket Entry No. 734, Order at p. 2) 

The 2006 ESI amendments to the rules of civil procedure expressly contemplate a clawback protection for ESI dis-

covery to address post-production privilege issues and to avoid any finding of waiver by the producing party in any 

other litigation: 

  

   If information is produced in discovery  [*275] that is subject to a claim of privilege or of protection as 

trial-preparation material, the party making the claim may notify any party that received the information 

of the claim and the basis for it. After being notified, a party must promptly return, sequester, or destroy 
the specified information and any copies it has and may not use or disclose the information until the 

claim is resolved. A receiving party may promptly present the information to the court under seal for a 

determination of the claim. If the receiving party disclosed the information before being notified, it must 

take reasonable steps to retrieve it. The producing party must preserve the information until the claim is 

resolved. 

 

  

Fed. R. Civ. P. 26(b)(5)(B). 

Defendants quote the Advisory Committee on this rule provision referring to clawback agreements as "voluntary 

arrangements." (Docket Entry No. 907, Defendants' Response at p. 11). The Advisory Committee Notes to the 2006 

Amendments also reflect that Rule 26(b)(5) was intended "to provide a procedure for a party to assert a claim of privi-
lege or trial preparation material protection after information is produced in discovery," and that Rule 26(b)(5)(B) in 

conjunction  [*276] with other rules, "allows the parties to ask the court to include in an order any agreements the par-

ties reach regarding issues of privilege or trial-preparation material protection." 

A commentator described the types of agreements in an ESI production that may cause a waiver of any privilege in 

other actions. 

  

   [A] "claw back," under which counsel on both sides agree to surrender any documents they receive 

from the other if a privilege claim is asserted in a timely manner after production, and if there is a dis-

agreement, to place the document on a privilege log for review by the judge at an appropriate time. 

While a claw back agreement may reduce tension in litigation, it might not actually reduce costs. If the 

issue of privilege waiver comes before the judge, one of the considerations will likely be the degree of 

care taken by the producing party to avoid such an error. Therefore producing parties will still exercise a 
high degree of care in the screening process, at a high cost. Perhaps more frightening is the prospect that 

while the "claw back" agreement may be useful and constructive between the parties, it does not bind 

non-parties, who may claim in parallel litigation in another  [*277] court, perhaps operating under a 

stricter standard, that any privilege claimed over the documents "clawed back" had been waived by the 

fact of production. 

A second type of agreement is the "quick peek." Under this agreement, the parties can dramatically 

reduce the scope and cost of privilege review, and the scope and cost of discovery itself. The parties 

agree to an "open file" review of each other's data collections prior to formal discovery, reserving all 

rights to assert privilege when responding to the actual document request. After the review, the parties 

designate the files or data sources that they believe are most relevant to their case, and submit a formal 

Rule 34 request listing those items. The producing party then has a much narrower task of privilege re-
view, focusing on just those files or data sources before responding to the request. 



 

 

  

Withers at p. 23. 

Courts have adopted both types of agreements on privilege issues and have incorporated such provisions in Orders 

to avoid any finding of future waiver. Hopson v. The Mayor and City Council of Baltimore, 232 F.R.D. 228, 246 (D. 

Md. 2005) ("claw back" agreement was incorporated into court order to avoid any assertion of waiver  [*278] of a privi-
lege); Murphy Oil USA, Inc. v. Fluor Daniel, Inc, 2002 U.S. Dist. LEXIS 3196, 2002 WL 246439 at *8 (E.D. La. Feb. 

19, 2002) (reciting various options for a "quick peek" agreement). 43 

 

43   For detailed procedures and protocols for a privilege production, see Fluor Daniel, 2002 U.S. Dist. LEXIS 

3196, 2002 WL 246439 at *8-9. 

Here, the Court first concludes that Moss's statement at the November 6th hearing establishes that the Defendants 

consented to the clawback provisions in the Court's Order. Second, as stated earlier, the defense counsel's computer 

should identify any clearly privileged ESI. Third, the Court adopts its earlier finding on the costs of a privilege review 

and recognizes that a select word search of Defendants' computers is a viable method to ensure that clearly privileged 

material is not disclosed in the initial ESI production; to avoid initially any waiver of clearly privileged material; and to 

protect against any inadvertent disclosure. With the clawback provision incorporated into a court order, such protection 

should insure against any future claim of the Defendants' waiver in any other litigation. The separate protective order 
prohibits the disclosure or use of material in this action for any other use. 

Finally, as  [*279] to the impact of In re Columbia/HCA Corporation Billings Practices Litigation, 293 F.3d 289 

(6th Cir. 2002) on any clawback arrangement, the Sixth Circuit made it clear that any waiver of any privilege requires a 

"voluntary disclosure." Id. at 294. To the extent any privileged material is produced under an Order of this Court in this 

action, no reasonable person would consider these Defendants to have made a "voluntary disclosure" of any privileged 

information. 

a. Attorney Client Privilege 

A party asserting the attorney-client or work product privilege to bar discovery bears the burden of establishing that 

either or both is applicable. United States v. Dakota, 197 F.3d 821, 825 (6th Cir. 1999). In evaluating assertions of at-

torney-client and work product privileges, as procedural matter, the district court should require an in camera review of 

the disputed document(s). In re Antitrust Grand Jury, 805 F.2d 155, 169 (6th Cir. 1986). ("[W]e hold that the district 
court erred in not reviewing the documents in Exhibit C in camera in order to determine whether they reflect communi-

cations or work product made in furtherance of a contemplation or ongoing Sherman Act violation. . ."). The Court  

[*280] instructed defense counsel that for any documents subject to a claim of privilege, those documents should be 

filed under seal for an in camera inspection. (Docket Entry No. 734, November 6, 2006 Transcript at p. 81). The Defen-

dants' counsel did not do so. 

The attorney-client privilege "protects only those disclosures necessary to obtain informed legal advice which 

might not have been made absent the privilege." Fisher v. United States, 425 U.S. 391, 403, 96 S. Ct. 1569, 48 L. Ed. 2d 

39 (1976) (holding inter alia, that the mere transfer of a document to counsel does not render the document subject to 

the attorney-client privilege). The privilege can be asserted by a governmental entity. Ross v. City of Memphis, 423 F.3d 

596, 601 (6th Cir. 2005) (quoting United States v. Collis, 128 F.3d 313, 320 (6th Cir.1997) "The attorney-client privi-

lege is 'narrowly construed' because it reduces the amount of information discoverable during the course of a lawsuit." 

Id. 

Communications, including memoranda or notes on such communications, by corporate employees to corporate 

counsel and outside counsel are covered by the attorney client and work-product privileges. Upjohn Company v. United 

States, 449 U.S. 383, 391, 101 S. Ct. 677, 66 L. Ed. 2d 584 (1981). As the Supreme  [*281] Court explained, "[t]he cli-

ent cannot be compelled to answer the question, 'What did you say or write to the attorney?' but may not refuse to dis-

close any relevant fact within his knowledge merely because he incorporated a statement of such fact into his communi-

cation to his attorney. . . . [T]he courts have noted that a party cannot conceal a fact merely by revealing it to his law-

yer." Upjohn, 449 U.S. at 396 (citations omitted). The communications at issue in Upjohn were questionnaires that were 

marked clearly as from the corporate general counsel. Id. at 394-95. The legal implications of the questionnaires were 

also readily apparent to the corporate employees and officers. Id. 

The Sixth Circuit Court described the purposes of the attorney client privilege: 



 

  

   The purpose of the attorney-client privilege is to encourage clients to communicate freely and com-

pletely with their attorney. The privilege also serves the purpose of promoting "broader public interest in 

the observance of law and administration of justice." However, it is not an absolute privilege. It applies 

only where necessary to achieve its purpose and protects only those communications necessary to obtain 

legal advice. Under  [*282] some circumstances the privilege is to be very narrowly construed. 
 

  

In re Antitrust Grand Jury, 805 F.2d at 162 (citations omitted). 

The privilege protects not only the confidentiality of communications by the client to an attorney, but the privilege 

also includes: 

  

   Communications by the attorney to the client in the consultation process when they state or imply facts 

communicated to the attorney in confidence. . . It is true that a client's knowledge of facts may not be 

cloaked under the attorney-client privilege by incorporating a statement of those facts in a communica-

tion to the attorney. But privileged advice does not lose its protection when the client adopts it. To allow 

a litigant to probe beyond the assertion of privilege to the substance of the legal advice because the client 

takes that advice to heart and acts upon it would effectively circumvent the protection of the privilege. 
For this reason when a deponent answered a question about his reasons by saying that he was only rely-

ing on his attorney's legal advice, that answer is a sufficient response. 

 

  

SCM Corp. v. Xerox Corp., 70 F.R.D. 508, 516-17 (D. Conn. 1976) (citations omitted). 

In ruling on issues of privilege, "[t]he mere  [*283] fact that a person is an attorney does not render privileged eve-

rything he does for and with a client...." United States v. Bartone, 400 F.2d 459, 461 (6th Cir. 1968). The Second Cir-

cuit stated, "it is important to bear in mind that the attorney client privilege protects communications rather than infor-

mation; the privilege does not impede disclosure of information except to the extent that the disclosure would reveal 

confidential communications." In re Grand Jury Subpoena Duces Tecum, 731 F.2d 1032, 1037 (2nd Cir. 1984). 

Humphreys, Hutchenson & Mosley v. Donovan, 568 F. Supp. 161, 175 (M.D. Tenn. 1983), aff'd, 755 F.2d 1211 

(6th Cir. 1985), is instructive on the determination of whether the attorney-client privilege applies. In Humphreys, Judge 

Nixon relied on the doctrine formulated in United States v. United Shoe Machinery Corporation, 89 F. Supp. 357, 358-

59 (D. Mass. 1950) and held that the attorney client privilege applies only if: 

  

   (1) the asserted holder of the privilege is or sought to become a client; (2) the person to whom the 

communication was made (a) is a member of the bar of a court, or his subordinate and (b) in connection 

with this communication is acting as a lawyer; (3)  [*284] the communication relates to a fact of which 

the attorney was informed (a) by his client (b) without the presence of strangers (c) for the purpose of se-

curing primarily either (i) an opinion on law or (ii) legal services or (iii) assistance in some legal pro-

ceeding, and not (d) for the purpose of committing a crime or tort; and (4) the privilege has been (a) 

claimed and (b) not waived by the client. 

 
  

Humphreys., 568 F.Supp. at 175. See also 4 Moore's ß 26.60 [2]: "communications from a client to his attorney are 

privileged if legally related and having an expectation of confidentiality so long as the privilege has neither been waived 

nor lost." 

On appeal in Humphreys, the Sixth Circuit explained that the attorney client privilege "does not envelope every-

thing arising from the existence of an attorney-client relationship... [t]he attorney-client privilege is an exception carved 

from the rule requiring full disclosure, and as an exception, should not be extended to accomplish more than its pur-

pose." 755 F.2d at 1219. (citations omitted). Accord United States v. Goldfarb, 328 F.2d 280, 281-82 (6th Cir.1964) 

(Attorney-client relationship does not create an automatic "cloak of protection...draped  [*285] around all occurrences 

and conversations which have any bearing, direct or indirect, upon the relationship of the attorney with his client."). 

Where the facts suggest combined business and legal advice in a document, courts can inquire about which purpose 
predominates. "It was also proper...to inquire into the nature of the 'legal services' rendered by [the Defendant]. Attor-



 

neys frequently give to their clients business or other advice that, at least insofar as it can be separated from their pro-

fessional legal services, gives rise to no privilege whatever." Colton v. United States, 306 F.2d 633, 638 (2d. Cir.1962); 

See also United States v. International Bus. Mach. Corp., 66 F.R.D. 206, 212-13 (S.D.N.Y. 1974). After such inquiries, 

if the lawyer acted as a business advisor or agent, then the information is not privileged. Asset Value Fund L.P. v. Care 

Group, No. 97 Civ. 1487, 1997 U.S. Dist. LEXIS 17968, 1997 WL 706320 at *4 (S.D.N.Y. Nov. 12, 1997); Park Ave. 

Bank, N.A. v. Bankasi, No. 93 Civ. 1483, 1994 U.S. Dist. LEXIS 18636, 1994 WL 722690 at *1 (S.D.N.Y. Dec. 30, 

1994). 

In the context of business dealings, where a lawyer acts as a business advisor, several courts found that there is not 

any special relationship to give rise to a privilege  [*286] to protect counsel's advice from disclosure.  In re Grand Jury 

Subpoena, Duces Tecum Dated September 15. 1983,731 F.2d 1032, 1037 (2nd Cir. 1984); Standard Chartered Bank 

PLCv. Ayala Intern. Holdings, Inc., 111 F.R.D. 76, 80 (S.D.N.Y. 1986); Coleman v. American Broadcasting Co., Inc., 

106 F.R.D. 201, 205-06 (D.D.C. 1985). As one court explained, 

  

   [T]he attorney-client privilege protects only communications pertaining to legal assistance and advice 

and does not extend to business advice given by an attorney to a client, or to inter-client communications 

designed to communicate only business or technical data. [Citations omitted.] Where an attorney gives 

advice of a general nature to a corporate client and also advises on the resolution of troubled loans made 

by the client, the line between business and legal advice may be fine indeed. 
 

  

First Wisconsin Mortg. v. First Wisconsin Corp., 86 F.R.D. 160, 174 (E.D. Wis.. 1980) (emphasis in the original and 

citations omitted). Accord SCM Corp., 70 F.R.D. at 517 ("To protect the business components in the decisional process 

would be a distortion of the privilege. The attorney-client privilege was not intended and is not needed to encourage 

businessmen  [*287] to discuss business reasons for a particular course of action."). 

Other courts have held that the attorney-client privilege does not extend to every memorandum or draft document 

exchanged between corporate employees and corporate counsel. Simon v. G.D. Searle & Co., 816 F.2d 397 (8th Cir. 

1987). In Searle, the Eighth Circuit held that "Risk management" documents with statistical analysis prepared by non-

lawyer corporate officials on the costs of product-liability litigation, not to be privileged. 

  
   Moreover, a number of courts have determined that the attorney-client privilege does not protect client 

communications that relate only business or technical data. Just as the minutes of business meetings at-

tended by attorneys are not automatically privileged, business documents sent to corporate officers and 

employees, as well as the corporation's attorneys, do not become privileged automatically. Searle argues, 

however, that the special master formulated a per se rule barring privilege claims where a document is 

sent to corporate officials in addition to attorneys. We do not read the special master's report as establish-

ing such an approach. Client communications intended to keep the attorney  [*288] apprised of business 

matters may be privileged if they embody "an implied request for legal advice based thereon." 

 

  

816 F.2d at 403-404. (citations omitted). See also Christman v. Brauvin Realty Advisors, Inc., 185 F.R.D. 251, 256; 185 

F.R.D. 251, 1999 U.S. Dist. LEXIS 4860 at * 13 (N.D. Ill. 1999) (Drafts of proxy statements and comments thereto are 
not legal advice and are not privileged); United States Postal Serv. v. Phelps Dodge Refining Corp., 852 F. Supp. 156, 

163-64 (E.D.N.Y. 1994) (copies of drafts edited by attorneys, including counsel's handwritten notes are not privilege 

because "[a] corporation cannot be permitted to insulate its files from discovery simply by sending a "cc" to in-house 

counsel."); Fine v. Facet Aerospace Prods. Co., 133 F.R.D. 439, 444 (S.D.N.Y. 1990) (lawyer's business advice was not 

protected from disclosure). 

Another district court ruled that the privilege does not extend to communications about "business or technical data" 

or "technical matters." 

  

   It should be emphasized, however, that no privilege will attach for documents designed merely to 

communicate non-privileged business or technical data. Nor will the privilege attach when the element of 

confidentiality is lacking.  [*289] Furthermore, no privilege will attach to those documents directed to 
the attorney for the purpose of shielding the documents from disclosure. 



 

* * * 

In order to invoke the privilege, however, the party seeking protection must make a clear showing 

that documents containing technical matters are communicated in confidence and are primarily legal in 

nature. There must be a finding that each document is involved in the rendition of legal assistance. 

 

  
Burlington Industries v. Exxon Corporation, 65 F.R.D. 26, 39 (D.Md. 1974). (citations omitted). 

The Defendants rely upon Liberty Environmental Systems, Inc. v. County of Westchester, 1997 U.S. Dist. LEXIS 

12200, 1997 WL 471053 (S.D.N.Y. Aug. 18, 1997) that involved a consent decree where a magistrate judge concluded 

that "withheld documents...principally or exclusively to assist in two related litigations" were privileged. 1997 U.S. Dist. 

LEXIS 12200, [WL] at *7. The Court notes that in Liberty Environmental, the documents at issue were submitted for the 

magistrate judge's in camera inspection, 1997 U.S. Dist. LEXIS 12200, [WL] at *1, and counsel submitted their affida-

vits to explain the specific circumstances of the privileged communications. 1997 U.S. Dist. LEXIS 12200, [WL] at *2. 

Despite the Court's instructions to submit any privileged documents at issue for an  [*290] in camera inspection and 

the Court's warnings about its prior reliance upon Searle, the Defendants' counsel ignored both. Moreover, unlike Lib-

erty Environmental that the Defendants rely upon, the drafts of the documents at issue here were not filed with the Court 

nor were affidavits of counsel filed (under seal, if necessary) to provide the Court with the factual context for these 

documents. The Court's concern is that defense counsel are actually writing the policies and plans about the Defendants' 
EPSDT system and the facts for those policies. The semi-annual reports, particularly, are highly technical documents,. 

See e.g., Docket Entry No. 1012. With conclusory descriptions of the purportedly privileged documents and without in 

camera inspection or counsel's affidavits to provide specific factual context, the Court concludes that the Defendants 

have not carried their burden that the documents listed at pp.79-85, qualify for the protection of the attorney-client privi-

lege. 

b. The Work Product Privilege 

This privilege protects the mental impressions, conclusions, opinions, or legal theories of an attorney or other rep-

resentative of a party that is usually reflected in a document sought  [*291] for production. Hickman v. Taylor, 329 U.S. 

495, 67 S. Ct. 385, 91 L. Ed. 451 (1947). Under Hickman, this protection does not intend to bar discovery of facts, but 

rather "the work product of the lawyer" where disclosure of the documents reveals counsel's "mental impressions, per-

sonal beliefs," and reflections of what counsel believes to be important, such as in witness statements and documents 
acquired by counsel and notes on witness interviews conducted by counsel. 329 U.S. at 510-11. 

In Toledo Edison v. G.A. Technologies. Inc., 847 F.2d 335 (6th Cir. 1988), the Sixth Circuit set forth the procedural 

framework for assessing the assertion of this privilege: 

  

   1. The party requesting discovery must first show that, as defined in Rule 26(b)(1), the materials re-

quested are "relevant to the subject matter involved in the pending litigation" and not privileged. Because 

the application of subdivision (b)(3) is limited to "documents and tangible things otherwise discoverable 

under subdivision (b)(1)," the burden of making this showing rests on the party requesting the informa-

tion. 

2. If the party requesting discovery meets this burden and the court finds that the claimed material is 

relevant and not privileged, the burden  [*292] shifts to the objecting party to show that the material was 

"prepared in anticipation of litigation or for trial" by or for that party or that party's representative, in-
cluding that party's attorney, consultant, surety, indemnitor, insurer or agent. This showing can be made 

in any of the traditional ways in which proof is produced in pretrial proceedings such as affidavits made 

on personal knowledge, depositions, or answers to interrogatories. This showing can be opposed or con-

troverted in the same manner. The determination of this matter is the second sequential determination 

that must be made by the court. 

3. If the objecting party meets its burden as indicated above and the court finds that the material was 

prepared in anticipation of litigation or for trial by one of the persons named in the rule, the burden shifts 

back to the requesting party to show that the requesting party (a) has substantial need of the materials in 

preparation of the party's case, and (b) that the party is unable without undue hardship to obtain the sub-

stantial equivalent of the materials by other means. In doing this, attention is directed at alternative 



 

means of acquiring the information that are less intrusive  [*293] to the lawyer's work and whether or not 

the information might have been furnished in other ways. 

4. After the application of the shifting burdens, even if the court determines that the requesting party 

has substantial need of the materials in the preparation of its case and that the requesting party is not 

able, without undue hardship, to obtain the substantial equivalent of the materials by other means, the 

rule flatly states that the court is not to permit discovery of "mental impressions, conclusions, opinions, 
or legal theories of an attorney or other representative of the party concerning the litigation." On this is-

sue, the burden of showing that the nature of the materials are mental impressions, conclusions, opinions 

or legal theories of an attorney or representative, rests on the objecting party. The term "representative of 

the party" embraces the same persons as did the term "party's representative" set out earlier in the rule in-

cluding "... consultants ... agent...." 

5. The court may not order discovery of materials if discovery of such materials would violate Rule 

26(b)(4) involving trial preparation, i.e., experts. Different standards and procedures are set forth because 

of the  [*294] nature of experts and the different purposes for which they are employed. Experts are used 

by parties for different purposes just as information is prepared or acquired by parties for different pur-

poses. 

 

  
Id. at 339-40. 

Applying these standards, the Court concludes that the Plaintiffs have demonstrated relevance because these drafts 

involve documents required by the Consent Decree. Given that the filings were required by the Consent Decree, the 

Court concludes that the Defendants have established the second factor. As to the third factor, because the Court has 

found that the Defendants have not met their burden of proof on the attorney client privilege for most of these docu-

ments, the Court concludes that alternate avenues exist to obtain the substantial equivalent of the information in these 

related documents. Yet again, the Defendants did not provide any documents for which the work product privilege is 

asserted, as directed by the Court and as done in Liberty Environmental that is relied upon by the Defendants. But for 

Toledo Edison, the Court would conclude that the Defendants have not met their burden to establish the work product 

privilege for these documents. 

c. The Joint Defense  [*295] Privilege 

During the June 2007 hearings, the Defendants' counsel and some MCCs' counsel objected to questions about their 

communications on the ESI discovery matters based upon the joint defense privilege. The joint defense privilege is an 

extension of the attorney-client privilege and protects as confidential communications among defendants and their 

counsel, where defendants are "part of an on-going and joint effort to set up a common defense strategy." Haines v. Lig-

gett Group, Inc., 975 F.2d 81, 94 (3d Cir. 1992). Because the privilege may apply outside the context of actual litiga-

tion, the "joint defense" privilege is sometimes referred to, in such instances, as the "common interest" privilege. In re 

Grand Jury Subpoena, 274 F.3d 563, 572 (1st Cir. 2001) (citing United States v. Schwimmer, 892 F.2d 237, 243 (2d 

Cir. 1989)). 

The burden to establish the privilege rests with the Defendants. United States v. Moss, 9 F.3d 543, 550 (6th Cir. 

1993). The Defendants must prove an agreement among its members to share information arising out of a common legal 

interest in litigation. Id. An oral joint defense agreement may be valid, In re Grand Jury Subpoena, A. Nameless Law-

yer, 274 F.3d 563, 569-70 (1st Cir. 2001),  [*296] and person need not be a named party to join the agreement. See Rus-

sell v. General Electric, 149 F.R.D. 578 (N.D. Ill. 1993); U.S. v. LeCroy, 348 F.Supp.2d 375, 381 (E.D. Pa. 2004). 

This privilege extends only to the exchanges of information among persons with the shared interest, In re Santa Fe 

Intern. Corp., 272 F.3d 705, 712 (5th Cir. 2001), In re Grand Jury Subpoenas, 902 F.2d 244, 249 (4th Cir. 1990); 

United States v. Duke Energy Corp., 214 F.R.D. 383, 388 (M.D.N.C.2003), but usually applies to protect documents. 

See Allendale Mut. Ins. Co. v. Bull Data Systems, Inc., 152 F.R.D. 132, 140 (N.D. Ill. 1993) citing United States v. 

McPartlin, 595 F.2d 1321, 1336 (7th Cir. 1979). Any participant in the agreement, however, remains free to disclose his 

own communications. See In re Grand Jury Subpoena Duces Tecum, 112 F.3d 910, 922 (8th Cir. 1997). The joint-

defense privilege shields some communications between co-defendants made outside of their counsel's presence, but 

only if the communications were pursuant to specific instructions of their counsel. United States v. Mikhel, 199 Fed. 

Appx. 627, 628 (9th Cir. 2006). 



 

For this privilege, parties must have a common legal interest in the  [*297] subject matter of a communication, Al-

lendale Mut. Ins., 152 F.R.D. at 140, and the communication must be to further the joint agreement. United States v. 

Evans, 113 F.3d 1457, 1467 (7th Cir. 1997). The common interest must be identical and not solely commercial. Al-

lendale Mut. Ins., 152 F.R.D. at 140. See also In re Sulfuric Acid Antitrust Litig., 235 F.R.D. 407, 416-17 (N.D. Ill. 

2006). 

The Court will not add unnecessarily to this already lengthy memorandum and adopts and incorporates its rulings at 
the June 2007 hearing that the Defendants' and MCCs filings of their communications with the Court on substantive 

matters, operate to waive this privilege as to ESI discovery issues. 

d. Deliberative Process Privilege 

Defendants next assert the deliberative-process privilege to prevent disclosure of their planning documents. The 

Sixth Circuit has recognized this privilege to bar disclosure of executive communications to encourage frank delibera-

tions on governmental policy and to protect federal officials from ridicule. Schnell v. United States Dept. of HHS, 843 

F.2d 933, 939 (6th Cir. 1988). The Defendants do not cite any legal authorities applying this federal law privilege to a 

state official.  [*298] In any event, despite their recent protestations in this action, the Defendants concede unequivo-

cally that they waived this privilege in Rosen, a related action. (Docket Entry No. 720, Defendants' Response to Plain-

tiffs' Motion to Compel at p. 3) (citing the affidavit of counsel). That waiver applies in this related action. Thus, any 

extended analysis of this privilege is unnecessary. 

e. State Statutory Privileges 

The Defendants next assert a privilege for information sought from the Department of Mental Health and Devel-

opmental Disabilities (DMHDD), the Department of Children's Services (DCS) and the TNKids program (Docket Entry 

No. 907, Defendants' Response at pp. 31-39). The Defendants contend that these state statutes (that were not asserted in 

the Defendants' initial response to this motion to compel nor in their privilege log) create substantial and important state 

interests against disclosure of this information and therefore, such information should qualify as a cognizable privilege 

under Rule 501 and Fed. R Civ P. 26(b) to bar discovery of this information. 

The DMHDD has an Incident Reporting System that the Defendants contend falls under Tenn.Code Ann. ß 63-6-

219 (b) that prohibits  [*299] the disclosure of information contained in the DMHDD Incident Reporting System. This 

statute was enacted to "encourage committees made up of Tennessee's licensed physicians to candidly, conscientiously, 

and objectively evaluate and review their peers' professional conduct, competence, and ability to practice." Id. at (b)(1); 

see Docket Entry No. 907, Defendants' Response at p. 32. The Defendants assert that this Incident Reporting System is 
available to quality performance improvement committees and related safety committees of the State's five RMHIs. 

These committees perform the peer-review functions of monitoring and evaluating the quality of patient care and im-

proving safety by reducing the risk of system or process failures. These Committees report to the quality committee of 

the DMHDD and are designed to serve as "medical review committee[s]" or "peer review committee[s]," as defined in 

the Peer Review Law. 44 For such records, Tennessee law deems "confidentiality is essential." Tenn. Code Ann. ß 63-6-

219(b)(1). Defendants also cite Tenn. Code Ann.ß 63-6-219(e) that bars disclosure of peer-review reports: 

  

   All information, interviews, incident or other reports, statements, memoranda  [*300] or other data 

furnished to any committee as defined in this section, and any findings, conclusions or recommendations 

resulting from the proceedings of such committee are declared to be privileged. All such information, in 

any form whatsoever, so furnished to, or generated by, a medical peer review committee, shall be 

privileged. The records and proceedings of any such committees are confidential and shall be used by 
such committee, and the members thereof only in the exercise of the proper functions of the committee, 

and shall not be public records nor be available for court subpoena or for discovery proceedings. 

 

  

Tenn. Code Ann. ß 63-6-219(e) (emphasis added). The Tennessee Supreme Court deemed the broad language of the 

Peer Review Law to encompass "any and all matters related to the peer review process." Stratienko Chattanooga-

Hamilton County Hosp. Auth., 226 S.W.3d 280, 285-86 (Tenn. 2007). 

 

44   The statutory definition of "medical review committee" and "peer review committee" "means any commit-

tee of a state or local professional association or society, including...a committee of any licensed health care in-



 

stitution...the function of which, or one (1) of the functions of which is to evaluate  [*301] and improve the qual-

ity of health care rendered by providers of health care services..." Tenn. Code Ann. ß 63-6-219(c). 

As to DCS's reports, the Defendants cite Tenn. Code Ann. ßß 37-1-409(a)(2) and 37-1-615(b) that bar disclosure of 

the identity of person(s) who reports child abuse and related disclosures. (Docket Entry No. 907 at p. 36): DCS issued 

administrative rules under Tenn. Code Ann. ßß 37-1-409(e)(1) and 37-1-612(f)(1). See Rules of the Tennessee Depart-

ment of Children's Services, Child Protective Services, Chapter 0250-7-9, a violation of section 37-1-409 is a Class B 
misdemeanor. Tenn Code Ann. ß 37-1-409(g). A violation of the confidentiality requirements of section 37-1-612 is a 

Class A misdemeanor. Tenn. Code Ann. ß 37-1-615(b). Defendants note that federal funds for child abuse prevention 

and treatment are contingent upon complying with the confidentiality requirements of the Child Abuse Prevention and 

Treatment Act ("CAPTA"), 42 U.S.C. ß 5106a(b)(2)(A). (Docket Entry No. 907 at p. 36). Due to the confidential nature 

of Child Protective Services information, case recordings are inaccessible to DCS employees, except those employees 

granted security clearance. 

From June  [*302] 1, 2004 through April 30, 2007, there were 29,843 children in DCS custody; 1,110 of those 

could reasonably be excluded as non John B. class members because they were placed in detention or a Youth Devel-

opment Center (YDC) throughout DCS custody. From May 1, 2006 through April 30, 2007, there were 16,026 children 

entering DCS custody with 668 placed in a YDC or detention and the latter are not John B. class members. Such place-

ment renders them ineligible for TennCare. 

Defendants contend that information about these non-class members can include medical, mental health, and sub-
stance abuse information that is protected from disclosure by state and federal privacy laws. (Docket Entry No. 907 at p. 

38) (citing 45 C.F.R. Subtitle A, Subchapter C, Part 164, Subpart E; 42 C.F.R. Chapter I, Subchapter A, Part 2; Title 33 

of Tennessee Code). Signed authorizations for release of information, including a HIPAA release, would be required 

from each individual non-class member. DCS is expressly required by statute to follow state and federal confidentiality 

laws. Tenn. Code Ann. ß 37-5-107(b), (d). 

The third database is the "TNKids" database within DCS. The TNKids database was originally developed  [*303] 

for DCS as its State Automated Child Welfare Information System (SACWIS). This database includes case manage-

ment information about children in DCS custody, including both child-welfare and juvenile justice cases, as well as 

children at risk in DCS custody and adopted through DCS. Case recordings can refer to court proceedings involving 

neglected, unruly, or delinquent children and termination of parental rights, that is confidential under Tenn. Code Ann. 

ßß 37-5-107, 37-1-409, 37-1-612, 37-2-408, 36-1-125, 36-1-126, 36-1-138 and the Adoption Assistance and Child Wel-
fare Act (AACWA), codified at 42 U.S.C. ß 671(a)(8). As stated earlier, the State's federal funding is contingent upon 

its compliance with the confidentiality requirements of AACWA. 

Dr. Ray, Plaintiffs' statistical analyst, requested information from these databases, including case management re-

cords for health services for the children. The "case management" records are narrative recordings and written reports 

with notes of child welfare and juvenile justice case managers. These narratives are not indexed by content and are akin 

to a journal entry about a child in DCS custody or "biography" of the child in DCS's custody.  [*304] Dr. Ray utilizes 

this data to cross-reference with statistical data and thereby validate the statistical studies. 

For the Defendants' assertion of state law privileges, Rule 501 of the Federal Rules of Evidence provides as follows: 

  

   Except as otherwise required by the Constitution of the United States or provided by Act of Congress 

or in rules prescribed by the Supreme Court pursuant to statutory authority, the privilege of a witness, 

person, government, State, or political subdivision thereof shall be governed by the principles of the 
common law as they may be interpreted by the courts of the United States in the light of reason and ex-

perience. 

 

  

Fed. R. Civ. P. 26(b)(1) also provides that "privileged" information is not discoverable absent order of the court. 

Federal courts are not required to recognize state law privileges when deciding cases arising under federal law, but 

the presence of a state law privilege must be considered, particularly where a significant number of states recognize 

such a privilege. Jaffee v. Redmond, 518 U.S. 1, 12-13, 116 S. Ct. 1923, 135 L. Ed. 2d 337 (1996) (state-created psy-

chologist-patient privilege recognized in 50 states). In Freed v. Grand Court Lifestyles, Inc., 100 F. Supp. 2d 610 

(1998),  [*305] the district court summarized the governing principles on any privilege based upon state law: 

  



 

   [E]videntiary privileges are strongly disfavored in federal practice and must be narrowly drawn be-

cause they "contravene the fundamental principle that 'the public ... has a right to every man's evidence.'" 

University of Pennsylvania v. Equal Employment Opportunity Commission, 493 U.S. 182, 189, 110 S.Ct. 

577, 107 L.Ed.2d 571 (1990); see also Jaffee, 518 U.S. at 9. ("When we come to examine the various 

claims of exemption, we start with the primary assumption that there is a general duty to give what tes-

timony one is capable of giving, and that any exemptions which may exist are distinctly exceptional, be-
ing so many derogations from a positive general rule."); In re Zuniga, 714 F.2d 632, 638 (6th Cir. 1983) 

(quoting United States v. Nixon, 418 U.S. 683, 711, 94 S.Ct. 3090, 41 L.Ed.2d 1039 (1974), and recog-

nizing that" 'exceptions to the demand for every man's evidence are not lightly created nor expansively 

construed for they are in derogation of the search for the truth'"). At the same time, comity favors recog-

nizing a state law privilege, as a component of federal common law, to the extent  [*306] that doing so 

will not impose a substantial cost on federal policies. Memorial Hospital for McHenry County v. Shadur, 

664 F.2d 1058, 1061 (7th Cir.1981); Farley v. Farley, 952 F.Supp. 1232, 1237 (M.D. Tenn. 1997) 

("Principles of federalism and comity dictate that, should a federal Court depart from a state law privi-

lege in concluding that discovery may proceed, some deference (and in certain cases a great deal of def-

erence) must be given to the state interests underlying the privilege."). 

 

  
Id. at 618. 

The Defendants rely upon Farley v. Farley, 952 F.Supp. 1232 (M.D. Tenn. 1997), wherein the Honorable Thomas 

A. Wiseman, Jr. deemed Tenn. Code Ann ßß 37-1-409 and 37-1-612 to be a cognizable privilege under Rule 501: 

  

   By the enactment of these statutes, the Tennessee General Assembly has asserted in no uncertain terms 

that the reporting, systematic examination and prevention of child abuse is of fundamental public impor-

tance. 

* * * 

This Court has little difficulty in concluding that T.C.A. ßß 37-1-409 and 37-1-612 establish an evi-

dentiary privilege that is entitled to deference under the principles of federalism and comity that are an 

implicit component of Rule 501 [of the Federal Rules of Evidence].  [*307] The confidentiality provi-
sions at issue in this case have been construed by the Tennessee courts to block discovery in civil actions 

and are clearly designed to protect the anonymity of reporters, victims and perpetrators of child abuse. 

Taken together, these elements fulfill the functional definition of an evidentiary privilege set forth above. 

 

  

952 F. Supp. at 1238-39. Notwithstanding this conclusion, Judge Wiseman ordered production of the reports with re-

dactions: "The Court finds that redaction of identifying information is a proper and sufficient means of furthering the 

public policy of Tennessee by protecting the anonymity of those who report child abuse." Id. at 1240. 

As pertinent here, Judge Wiseman explained that his finding of privilege was not intended to shield state regulators 

who are responsible for children's welfare and may be liable to them. 

  

   [The statutes'] primary purpose is the protection of the privacy of those who are not likely to be parties 
to a federal civil rights suit. . . . the confidentiality of official records is generally guaranteed by statute to 

protect those who are regulated by a state agency rather than the agency itself. Lewis v. Radcliff Materi-

als, Inc., 74 F.R.D. 102, 104 (E.D.La. 1977).  [*308] Accordingly, the agency should not be permitted 

to use a privilege designed to ensure the welfare of those it governs when it is in possession of rele-

vant evidence and is the target of a lawsuit. Id. 

* * * 

T.C.A. ßß 37-1-409 and 37-1-612. . . . are clearly designed to protect the anonymity of reporters, vic-

tims and perpetrators of child abuse. Taken together, these elements fulfill the functional definition of an 

evidentiary privilege set forth above. 

* * * 



 

Without full and fair disclosure of relevant proof, the public is likely to lose confidence in the ad-

ministration of justice by the federal courts. It is therefore of paramount importance that litigants be ac-

corded the authority to seek out relevant evidence that they have been granted by the federal rules. 

* * * 

The confidentiality granted child abuse records under Tennessee law may not be invoked as a 

shield with which to block scrutiny of governmental practices. The federal courts have repeatedly 
held that the interest in ensuring governmental compliance with federally-guaranteed civil rights is para-

mount to the state interest in confidentiality. See e.g., ACLU of Mississippi, Inc. v. Finch, 638 F.2d at 

1336, 1343-44 (5th Cir. 1981)  [*309] ("The purpose of enacting ß 1983 was to ensure an independent 

federal forum for adjudication of alleged constitutional violations by state officials; ... there is a 'special 

danger' in permitting state governments to define the scope of their own privilege when the misconduct 

of their agents is alleged."). 

 

  

Id. at 1238, 1239, 1240 (emphasis added). Accord Puricelli v. Houston, 2000 U.S. Dist. LEXIS 7976, 2000 WL 760522, 

at *14 (E.D. Pa. 2000) (granting Plaintiffs' access to redacted versions of child abuse investigations contrary to similar 

Pennsylvania statute). Farley clearly does not support the Defendants' contention here, as the Defendants' liability to the 

class is plainly at issue here. 

In Seales v. Macomb County, 226 F.R.D. 572 (E.D. Mich. 2005), the District Court rejected a similar Michigan law 

on juvenile records as a cognizable federal privilege. 

  

   "Merely asserting that a state statute declares that the records in question are confidential does not 

make out a sufficient claim that the records are privileged within the meaning of Fed.R.Civ.P. 26(b)(1) 

and Fed R. Evid. 501." Martin v. Lamb, 122 F.R.D. 143, 146 (W.D.N.Y.1988). See also Nguyen Da Yen 

v. Kissinger, 528 F.2d 1194, 1205 (9th Cir.1975) ("The records  [*310] are confidential but not privi-

leged"). Given the absence of any express statutory language or judicial interpretation creating an evi-

dentiary privilege, this Court declines to read one into the above confidentiality statutes. 

* * * 

Defendants, somewhat ironically, appear to invoke the state laws designed to protect juveniles, to 
protect themselves from possible liability as a result of their alleged mistreatment of wards. "'[T]here is a 

"special danger" in permitting state governments to define the scope of their own privilege when the 

misconduct of their agents is alleged.'" Pearson v. Miller, 211 F.3d 57,68 (3d Cir.2000), quoting ACLU 

v. Finch, 638 F.2d 1336, 1344 (5th Cir.1981). See also Longenbach v. McGonigle, 750 F.Supp. 178, 

180-81 (E.D.Pa.1990) ("Nor does it make any sense to allow the state, under whose color of authority of-

ficers have allegedly violated rights, to limit unilaterally the availability of evidence.") 

 

  

Id. at 576, 577. 

For their assertions for an absolute privilege for the peer review information, the Defendants rely upon decisions 

where the parties who sought the information about the peer review process intended to use the identity of the person 

who provided the  [*311] information to prove their claims. Doe v. UNUM Life Ins. Co. of Am., 891 F. Supp. 607 (N.D. 

Ga. 1995) (insurance company sought information about doctor's drug problem to deny his coverage claim for benefits) 

and Holland v. Muscatine Gen. Hosp., 971 F.Supp. 385 (S.D. Iowa 1997) (plaintiff sought peer review records to prove 

her hostile work environment claim). 

The Court adopts the rationale of Farley and the other similar decisions to conclude that in this action, particularly 

with the Court's prior findings of the Defendants' repeated violations of federal law, these Defendants cannot rely upon 

these state statutes as bars to discovery of this ESI data from DMHDD or the DCS's incident reporting data or the 

TNKids database. All of this data contains highly relevant information on the Defendants' violation of federal law and 

Plaintiffs' federal constitutional rights. An appropriate protective order for discovery and trial can avoid disclosures of 

the identities of the children, doctors and other protected persons. 



 

As to the state criminal sanctions for disclosure of certain state data, the fact that another sovereign's laws have 

criminal sanctions to block disclosure of certain information  [*312] does not preclude a federal court from ordering 

disclosure of that information under federal discovery rules. United States v. First National Bank of Chicago, 699 F.2d 

341, 345 (7th Cir. 1983) ("The fact that foreign law may subject a person to criminal sanctions in the foreign country if 

he produces certain information does not automatically bar a domestic court from compelling production."); In re West-

inghouse Electric Corp. Uranium Contract Litigation, 563 F.2d 992, 997 (10th Cir. 1977) ("In our view Societe holds 
that, though a local court has the power to order a party to produce foreign documents despite the fact that such produc-

tion may subject the party to criminal sanctions in the foreign country...")(interpreting Societe Internationale Pour Par-

ticipations Industrielles et Commerciales, S.A. v. Rogers, 357 U.S. 197, 78 S. Ct. 1087, 2 L. Ed. 2d 1255 (1958)). These 

courts apply a balancing approach. 

This Courts applies these authorities to the State's laws, as an independent sovereign. Here, the Defendants' re-

peated violations of federal law, as found by Judge Nixon, present compelling circumstances to justify disclosure. The 

Defendants have already produced the information covered by some of these laws to others,  [*313] including filing of 

some of this information in another action in this district without any threat of state prosecution. Any disclosure pursu-

ant to a Court order should render unrealistic any state prosecution. 

As to the HIPPA statutes and regulations, it is noteworthy that on April 24, 2001, Judge Knowles denied the De-

fendants' motion for a protective order, citing HIPPA and its regulations and expressly ruled that "to the extent that [the 

Defendants' motion] is based upon [42 U.S.C.] ß 290dd-2, [it] is hereby DENIED" because "[t]he information sought on 
behalf of the class members cannot be considered 'confidential' with regard to the class members themselves (or their 

counsel)." (Docket Entry No. 103, Order at pp. 5-6). The Court adopts that ruling as the law of the case and applies that 

ruling to 42 U.S.C. ß 671(a)(8). Moreover, 42 U.S.C. ß 5106a(b)(2)(A)(V) permits disclosures of children's records to a 

"court, upon a finding that information in the record is necessary for the determination of an issue before the court." 

Federal law does not bar the ESI production ordered by the Court. To the extent some children are not class members, 

those individuals are not numerous and those  [*314] childrens' and others' names shall be redacted by the Defendants 

as in Farley. 

 

8. Defendants' Failures to Answer Discovery Requests and to Comply with the January 14th Order  

The next controversies involve: (1) the Defendants' failures to obtain all designated custodians' answers to the 

Plaintiffs' requests for admissions ("RFA"), as authorized by the Court on the issue of destruction of evidence, including 
the Defendants' refusal to have the Governor personally sign his response to his RFA; (2) the Defendants' misleading 

answer to Plaintiffs' Interrogatory 22; and (3) the Defendants' failure to file their key custodians' certifications required 

by the January 14th Order to certify that ESI had not been removed from the key custodians' computers. Issues 1 and 3 

are related and will be addressed together. 

At the December 20, 2006 discovery hearing, Plaintiffs' counsel raised the issue about the loss or destruction of 

relevant evidence and the inadequacies in the Defendants' responses to the discovery requests on this issue. (Docket 

Entry No. 786, Transcript at pp. 31-36). After reviewing the requests, the Court directed Plaintiffs' counsel to simplify 

the wording of the requests and send  [*315] the revised requests to all of the Defendants' key custodians as designated 

by the Defendants. Id. at pp. 38-39. The Court denied the Plaintiffs' motion to compel on that point, but without preju-

dice to renew. 

Plaintiffs' revised RFAs asked each custodian whether the search of his or her files had included all private email 

accounts and computers, including removable drives and storage, where the custodian had stored potentially responsive 
ESI. The RFAs sought assurances of the adequacy and completeness of the State's document preservation and produc-

tion. In particular, RFA No. 1 reads as follows: "Other than e-mail that was deleted or destroyed pursuant to the State's 

routine document retention policy, are you aware of any paper documents or electronic records, stored in any location, 

that were requested by the plaintiffs, and that were destroyed, deleted, thrown away, or lost for any reason? (This in-

cludes e-mails that should have been archived but weren't, or that were archived and then deleted)." (Docket Entry No. 

799-2 at p. 1). RFA No. 2 asked the custodians: 

  

   When you searched for information and documents requested by the plaintiffs, did you search all paper 

or electronic records  [*316] in your possession or control (including both state and private email ac-

counts and computers, including removable drives or storage) that potentially contained requested in-

formation or documents, and did you provide to the State's lawyers all requested information or docu-
ments that you found? 



 

 

  

Id. (emphasis added). If the respondent answered "yes" to these RFAs, Plaintiffs' Interrogatory Nos. 1 and 2 were pro-

pounded for follow-up discovery. 

Aside from Plaintiffs' RFAs, on January 14, 2007, this Court entered an Order based upon Plaintiffs' computer ex-

pert's declaration on the need to be assured that ESI had not been removed from the computers subject to the ESI search 
ordered by the Court. To do so, Plaintiffs' expert recommended certifications of nonremoval by each custodian. Given 

that removal of ESI could clearly compromise the ESI production ordered by the Court, the January 14th Order directed 

that "[t]he defendants shall file certifications of the key custodians as to whether any material has been removed." 

(Docket Entry No. 789, Order at p. 3) (emphasis added). The Court's Order cited the pertinent paragraph from the Plain-

tiffs' expert's declaration on this subject. Id. 

The Defendants  [*317] did not seek relief from the January 14th Order. Defendants insist that their custodians an-

swers to Plaintiffs' RFAs are the same as any "certifications" required by the January 14th Order. See, e.g., (Docket En-

try No. 828, Exhibit 5, February 27, 2007 Letter of Nicole Jo Moss at p.2) (noting that "these custodians have already 

been asked to sign and did in fact submit RFA responses which covered this issue") (emphasis added). The January 14th 

Order expressly referenced Thomas Tigh's declaration (Docket Entry No. 785-2), about the need for assurances that 

electronic documents had not been removed from the key custodians' computers. Tigh's specific suggestion was: "The 

question should ask the same key custodians if they have moved material from their local machine or the network to any 
nonattached media, such as CDs or USB devices ... The answer to this question, disclosed with the answers to those in 

the proposed Order, will provide the information required to determine if material was moved from the network . . .". Id. 

Clearly, the January 14th Order's concern was whether ESI material was removed from Defendants' network's 

computers, such as a compact disks or DVDs, not to the destruction  [*318] or loss of ESI. Plaintiffs' RFAs asked each 

custodian whether, he or she had "search[ed] all paper and electronic records in your possession or control (including 

both state and private email accounts and computers, including removable drives or storage) that potentially contained 

requested information or documents." See Docket Entry No. 799-2 (Request for Admission No. 2) (emphasis added). A 

gap remains between the RFAs and the January 14th Order because a search by a custodian of a removable drive does 

not answer whether any ESI was actually removed. Accordingly, the Defendants shall be compelled to have their 160 

designated custodians to file certifications that ESI has not been removed from their computers by them or anyone else. 

Plaintiffs also note that Defense counsel could not attest to the accuracy or completeness of all answers to their 
RFAs. (Docket Entry No. 799). At a February 13th meeting of the parties' counsel, Defense counsel stated that the De-

fendants' custodians' answers had been filed without personally asking the custodians the questions. (Docket Entry No. 

828, Exhibit 4 thereto, Bonnyman Letter Dated 02/23/07 at pp. 3-4 and Exhibit 5 thereto, Moss Letter Dated  [*319] 

02/27/07 at p. 2). The Defendants concede that they did not ask the key custodians who are former employees because 

defense counsel "has no authority or control over them to require them to submit a response". (Docket Entry No. 907 at 

61-62). 

The Court agrees with the Plaintiffs that good faith required the Defendants at least to ask those former key indi-

viduals, as directed by the Court. The question of authority or control would only arise if the former employees refused 

to answer. Courts have held that former employees and agents of a party remain subject to discovery. See e.g., Alcan 

Intern. Ltd. v. S.A. Day Mfg. Co. Inc., 176 F.R.D. 75, 79 (W.D.N.Y. 1996) (retired employee); Boston Diagnostic Dev. 

Corp. Inc. v. Kollsman Mfg. Co. Div.of Sequa Corp., 123 F.R.D. 415, 416 (D. Mass. 1989) (former agent). Absent a 

showing that a former employee refused to answer these RFAs, the Defendants shall request their answers and under-
take their best efforts to secure the former custodians personal records or notify Plaintiffs' counsel with the former em-

ployees' addresses and telephone numbers. The latter information will be subject to the protective order. 

Next, the Defendants identified the Governor  [*320] as a "key custodian" and Plaintiffs assert that the Governor 

has had a crucial role in the formulation and implementation of policies on compliance with the Consent Decree. Citing 

the Governor's counsel's affidavit, the Defendants responded that Plaintiffs' insistence upon the Governor's personal 

signature to the RFAs "groundlessly impugns the integrity and credibility of the State's and the Governor's legal coun-

sel". (Docket Entry No. 907 at p. 62). In an October 27, 2006 declaration, Nicole Jo Moss, a defense counsel asserted 

that she personally spoke with the Governor and other senior officials 

  

   ... to ensure that they had searched their files and produced all responsive documents and to ensure that 

they had been archiving (i.e. preserving) responsive documents since the last production in 2004. My 



 

conversations reconfirmed what Plaintiffs had already been told, that these individuals saved and pro-

duced all responsive documents either as part of the production last May or the prior production in the 

Rosen matter. . . . each confirmed that they have not been actively involved in matters directly re-

lated to EPSDT; nevertheless, they have been archiving their responsive TennCare documents,  

[*321] but they do not recall having received any documents related specifically to John B. or 

EPSDT. 
 

  

(Docket Entry No. 717 at P 5) (emphasis added). Plaintiffs cite the bold portion of Moss's declaration to contend that 

upon closer examination, Moss's declaration never states that these officials actually searched all of their relevant files 

for documents responsive to discovery requests, only that they "do not recall" having "received" any responsive infor-

mation. Plaintiffs deem the omission significant on whether these officials sent any documents related specifically to 

John B. or EPSDT. The ambiguity gives rise to Plaintiffs' concerns that are legitimate. 

The discovery standard is not whether a person has been actively involved, but rather whether the person has 

knowledge of discoverable matters or at this point, whether the person's knowledge could lead to the discovery of rele-

vant information. The Defendants do not cite any legal authority to exclude the Governor from discovery and such ex-

clusion runs counter to the Supreme Court's principle that "there is a general duty to give what testimony one is capable 

of giving, and that any exemptions which may exist are distinctly exceptional,  [*322] being so many derogations from 
a positive general rule." Jaffee, 518 U.S. at 9. The Defendants' counsel listed the Governor as a key custodian and have 

disclosed his statements albeit through his counsel. In any event, as a matter of comity, the Court will give the Defen-

dants the option of the Governor's personal signature or an inspection of the Governor's computer by the Plaintiffs' 

computer expert or his designated expert, to assess if any removal of ESI has occurred. 

The next controversy is Plaintiffs' contention that the Defendants deliberately provided a misleading response to In-

terrogatory No. 22. "INTERROGATORY NO. 22 Wendy this is a tricky one since the MCC's would have files, but we 

have answered that this is unanswerable." (Plaintiffs' Exhibit 12d at p. 16). The disputed portion of Defendants' actual 

response to Interrogatory No. 22 is as follows: "because the kinds of services identified are services for which FFP is 

not available and/or are never medically necessary for children, obtaining claims information regarding possible inap-

propriate payments by an MCC for these services is impossible." Id. at 108-09. 

Neither "Wendy" nor the person communicating with her testified  [*323] about this statement to provide some 
context to understand its meaning. The Sixth Circuit has stated: "'[E]vasive or incomplete answers to proper interrogato-

ries impede discovery.' Badalamenti v. Dunham's Inc., 118 F.R.D.437, 439 (E.D. Mich. 1987) (citing Bell v. Automobile 

Club of Michigan, 80 F.R.D. 228, 232 (E.D. Mich. 1978) (misleading interrogatory answers tantamount to failure to 

answer interrogatories))." See also Jackson v. Nissan Motor Corp. in USA, 888 F.2d 1391, 1989 WL 128639, No. 88-

6132 at *2 (6th Cir. Oct. 30, 1989). The Defendants did call Tina Brill, an MCC representative who testified that it 

might have been possible to run the searches referenced by Plaintiffs' interrogatory by stating that "it depends if they 

came in as a claim and how they were coded and so forth. We certainly have all of our claims data. So to the extent they 

are specific enough to be able to responsively show that, then, yes." (Docket Entry No. 988, June 25, 2007 Transcript at 

p. 31). In response to Plaintiffs' counsel's question, Brill also testified "[i]f we had anything responsive, we were told to 

provide it." Id. at 33. The Court found Brill difficult to understand and the Defendants' failure  [*324] to call "Wendy" 

leads the Court to consider this response incomplete. 

At the end of the expert's discussions at the April 11, 2007 conference, the Court requested the Defendants' expert 
and the Plaintiffs' expert to summarize any agreements that had been reached (Docket Entry No. 872, Transcript at pp. 

211-228). After those summaries, the Court instructed Antony, the Defendants' computer expert, to prepare a written 

summary of the experts' agreement and to distribute that summary to all participants for comment and then file the 

summary agreement with the Court. This filing was to reflect a "summary" of the agreements at the April 11th confer-

ence. Antony, however, distributed the transcript of the conference to experts who attended the conference. 

The Defendants' April 26, 2007 Notice of Filing (Docket Entry No. 875) announced meeting dates, but was not the 

written agreement that the Court requested at the end of the April 11th conference. When the Court entered an Order 

requiring the agreement to be filed, the Defendants disputed the existence of any such Court directive. After another 

Order, citing the pages of the transcript of the April 11th conference, Docket Entry No. 982, April  [*325] 11, 2007 

Transcript at p. 228, lines 10-17, the Defendants then responded that their prior Notice was that agreement. The notice, 

however, reports on the follow-up meeting of the parties' experts and the MCCs' technical and computer experts. 



 

(Docket Entry No. 875 at pp. 2, 3-4). Antony testified that he thought the information provided in the April 26, 2007 

Notice of Filing satisfied the Court's instructions. 

The Court concludes that the April 26th Notice does not comply with the Court's directive at the conclusion of the 

April 11th conference. The significant omission are the MCCs' implementation of a litigation hold and the MCCs' 

agreement on the request of Mr. Elkins of Memphis Managed Care that the list of search terms and key custodians be-

come finalized after the Plaintiffs made revisions and suggestions. The Defendants' Notice left the MCCs without 
knowing the 'final' list to be used. The effect of the Notice is to ignore or set aside significant parts of the experts' 

agreements at the April 11th conference, and those omissions were by defense counsel, who prepared the Notice, not 

Antony. 

 

III. REMEDIES  

Plaintiffs' renewed motion to compel was filed under Rule 37(a). (Docket Entry  [*326] No. 826, Renewed Motion 

to Compel at p. 1). Fed. R. Civ. P. 37(a)(4) provides, in pertinent part: 

  

   (4) Expenses and Sanctions. 

(A) If the motion is granted or if the disclosure or requested discovery is provided after the motion 

was filed, the court shall, after affording an opportunity to be heard, require the party or deponent whose 

conduct necessitated the motion or the party or attorney advising such conduct or both of them to pay to 
the moving party the reasonable expenses incurred in making the motion, including attorney's fees unless 

the court finds that the motion was filed without the movant's first making a good faith effort to obtain 

the disclosure or discovery without court action, or that the opposing party's nondisclosure response, or 

objection was substantially justified, or that other circumstances make an award of expenses unjust. 

* * * 

(C) If the motion is granted in part and denied in part, the court may enter any protective order 

authorized under Rule 26 (c) and may, after affording an opportunity to be heard, apportion the reason-

able expenses incurred in relation to the motion among the parties and persons in a just manner. 

 

  

The Court has granted the Plaintiffs' motion  [*327] with some modifications for some MCCs, but without prejudice to 
renew their original ESI requests as to some MCCs. 

Thus, the Court concludes that Plaintiffs have prevailed on their renewed motion to compel and consideration of an 

award to Plaintiffs for their attorney fees and costs on this motion, as well as the production costs and attorney fees of 

the MCCs, is appropriate. The Defendants are given eleven (11) days from the date of entry of the Order to file their 

position on whether the Court should award Plaintiffs their attorney fees and costs for their work on this motion as well 

as the production costs and attorney fees of the MCCs. These costs would be imposed for the Defendants' breaches of 

their duty to preserve responsive information of its agencies, officers, employees and its contractors with responsibilities 

under the Consent Decree in this action. 

The Defendants insist that any remedies should not include sanctions because Plaintiffs' renewed motion to compel 

was filed under Rule 37(a). Defendants assert that without notice and for the "first time" during closing argument at the 

June 2007 hearing, Plaintiffs' counsel engaged in a "classic bait and switch" by asking for  [*328] sanctions for the De-

fendants' spoliation of responsive information. (Docket Entry No. 997, Defendants' Supplemental Memorandum at pp. 
1-2). Actually, in their response to Plaintiffs' renewed motion to compel prior to the June 2007 hearings, Defendants 

contended that: "In short, Plaintiffs urge that the Defendants be punished now for the alleged spoliation, by adverse 

rulings on five discovery issues, while postponing Plaintiffs' proof of the alleged spoliation until later." (Docket Entry 

No. 907-1 at pp. 3-4) (emphasis in the original). By their own brief, the Defendants were well aware of this contention 

prior to the June 2007 hearing and now complain when Plaintiffs met their evidentiary challenge. 

The Court notes that the Defendants again ask the Court to sanction Plaintiffs' counsel, upon its own motion, under 

Rule 11 for the Plaintiffs' counsel's assertions about the Defendants' response to Interrogatory 22 and Plaintiffs' coun-

sel's assertions about spoliation of evidence. From the Court's perspective, Plaintiffs' counsel's assertions and argument 

are well within the proof and the realm of advocacy. With the Defendants' raising this issue, if the Court were to sanc-

tion upon its  [*329] own motion, the Court would consider sanctions upon defense counsel, who are responsible for 



 

some questionable assertions and argument. As noted earlier, the Court's authority to sanction is not limited to Rule 

37(b)(2), supra at p.114, n. 31. Aside from the Defendants' failure to preserve evidence, the Court will discuss certain 

matters at a conference with lead counsel for the parties and defense firms and the Attorney General of Tennessee. 

The Court has shared Judge Nixon's goal of attempting to focus this controversy to ensure that the class gets the 

benefits owed to them under the Consent Decree that the Defendants agreed to provide and that federal law requires. 

With these most recent discovery disputes, the Court has come to share Judge Nixon's view of the lead defense counsel, 
Cooper and Kirk, and their litigation practices on an earlier discovery motion: 

  

   [T]he Court has attempted to steer this case away from the needless and acrimonious litigation and fo-

cused on fashioning a solution that would increase compliance with the Consent Decree and federal 

EPSDT requirements. This constructive approach has been fueled by one goal: to provide the under-

served children of Tennessee the  [*330] entire spectrum of medical benefits to which they are entitled 

under federal law. 

The State's pending Discovery Motion attempts to push this goal to the wayside and refocus the case 

on wholly unnecessary, time-consuming, costly, and highly divisive litigation. I refuse to condone a path 

that will waste resources and time in the face of the urgent need to improve healthcare for the children of 

Tennessee. 

 
  

(Docket Entry No. 584, Memorandum and Order at p. 4). The Defendants' responses to Plaintiffs' motions to compel 

raise the same concerns with this member of the Court. 

In any event, the Court reserves the exercise of its authority to sanction until after the actual ESI production and 

complete responses to the January 14th Order as well as a conference with counsel for the parties. 

For the above stated reasons, the Plaintiffs' renewed motion to compel should be granted. 

An appropriate Order is entered herewith. 

ENTERED this the     day of October, 2007 

/s/ William J. Haynes, JR. 

WILLIAM J. HAYNES, JR. 

Unites States District Judge 
 

ORDER  

In accordance with the Memorandum filed herewith, the Plaintiffs' renewed motion to compel (Docket Entry No. 

826) is GRANTED except as modified by the Court for  [*331] certain managed care contractors. 

It is ORDERED that the Defendants shall provide complete responses to the Plaintiffs' discovery requests for ESI 

with the agreed search terms, the designated key custodians and for the time period of June 1, 2004 to the present within 

one hundred (100) days from the date of entry of this Order. The ESI required under this Order and responsive to Plain-

tiffs' discovery requests shall include all metadata as well as all deleted information on any computer of any of the De-

fendants' designated key custodians. 

Given the need for hash coding of the ESI, Brent Antony's limited formal computer training and the Defendants' 

position about possible alteration of ESI, the Plaintiff's expert, Thomas Tigh or his designee shall be present for the De-

fendants' ESI production and shall provide such other services to the Defendants as are necessary to produce the meta-
data, as ordered by the Court. Mr. Tigh or his designee shall inspect the Defendants' computer system to assess whether 

any changes have been made to hinder the ESI production required by the Consent Decree or previously Order by the 

Court. 

Given the intensity and sensitivity of these discovery disputes, the  [*332] Court is considering the appointment of 

a monitor who has the Court's confidence and is likely to be acceptable to all parties to serve as monitor to oversee the 

Defendants' and MCCs' ESI production. Given the extensive delays in discovery, within three (3) days after entry of this 

Order, any party may submit the names of persons for this appointment. The parties have six (6) days from the date of 



 

entry of this Order to file any objections to the names submitted. As it were with the other monitors, the Monitor will 

communicate with the Court only in writing and will have the authority to hire a computer expert. The Monitor and any 

expert hired by the Monitor shall be paid by the Defendants whose conduct has caused these discovery disputes and this 

Order. 

It is ORDERED that within eleven (11) days from the date of entry of this Order, the Defendants shall provide a 

complete and accurate response to Interrogatory 22 by the person whose name is mentioned in Plaintiffs' Exhibit 12. It 
is further ORDERED that within thirty (30) days from the date of entry of this Order, the Defendants shall provide the 

personal responses of each of the current key custodians and shall use their best efforts  [*333] to secure responses from 

former key custodians to the Plaintiffs' last set of requests for admissions, as directed in the accompanying Memoran-

dum. 

It is further ORDERED that with fifteen (15) days of the entry of this Order, the Defendants shall comply with the 

January 14, 2007 Order requiring the Defendants' current and former key custodians to file certifications on whether any 

ESI has been removed from any state computer or personal computer provided by the State to the Defendants' desig-

nated current and former key custodians. 

Effective upon entry of this Order, the Defendants shall implement the March 17, 2004 Memorandum and shall re-

port to the Court instanter the names of the custodians for each working group in their agencies and the names of the 

lawyers in the State Attorney General's Office who, on a continuing basis, shall receive and review all ESI relevant to 

the Consent Decree in this action from any state agency or person who has any supervisory authority within or over the 
agencies that are charged with implementation of the services, policies, plans and reports required under the Consent 

Decree in this action. 

It is ORDERED that within sixty (60) days from the date of entry  [*334] of this Order, those managed care con-

tractors ("MCC" or "MCCs") that have not agreed with the Plaintiffs on ESI discovery, shall respond to Plaintiffs' ESI 

discovery requests, as modified by the Court in the accompanying Memorandum. These MCCs' modified ESI produc-

tion shall be with the search terms: "John B.", "ESPTD", "TennCare," and the names of any person from the MCC, who 

communicates with TennCare or state government and the names of those persons in state government with whom the 

MCC has had or has communications on matters under the Consent Decree in this action. These search terms shall be 

used to search any computer of the employee(s), agent(s) or officer(s)s of the individual MCC who respond to the De-

fendants or their employees or agents about any compliance or complaint(s) and who are responsible for preparation of 

compliance reports for ESPTD services . If the Court's modifications of the ESI production for select managed care con-
tractors results in a seriously inadequate production, Plaintiffs may renew their motion to compel for the original search 

terms for the electronically stored information ("ESI") production from these MCCs. The other MCCs shall provide 

their ESI  [*335] discovery to the Plaintiffs within 100 days of the entry of this Order and pursuant to their agreements 

with the Plaintiffs as to all other terms for their ESI search. 

Within eleven (11) days of the entry of this Order, the Defendants shall respond why the Defendants should not be 

required to pay the production costs of the MCCs under this Order or any agreement between the Plaintiffs and any 

MCC, including the MCCs' attorney fees and costs. 

In light of this Order, the MCCs' related motions to allocate discovery costs, (Docket Entry Nos. 920, 921, 935) are 

DENIED as moot. The MCC, BlueCross /BlueShield's motion to alter or amend the June 1, 2007 Order or motion for a 

partial new trial (Docket Entry No. 931) is DENIED as moot. 

It is so ORDERED 

Entered this the     day of October, 2007. 

WILLIAM J. HAYNES, JR. 

United States District Judge 

 


